FY21-22 Certified Training Programs

In accordance with Texas Government Code 2054.519, the Texas Department of Information Resources (DIR) has certified the following cybersecurity training programs for state and local government employees. Please note that programs are certified for content, not other regulatory or statutory obligations.

[Vendor-Provided Training Programs](#_Vendor_Training_Programs)

[State Agency, Institution of Higher Education, or Local Government Training Programs (Available to Other Organizations)](#_State_Agency,_Institution)

[State Agency, Institution of Higher Education, or Local Government Training Programs (Not Available to Other Organizations)](#_State_Agency,_Institution_1)

# Vendor-Provided Training Programs

| **Training Program Name** | **Provider** | **Modules** | **Topics for IT Roles** | **Duration (hrs)** | **Eligible users** | **Cost** | **Delivery method** | **Accessible** | **Assessment** | **Proof of Completion** | **Languages** | **Point of Contact** | **DIR Contract Number (DIR Vendor Name)\*** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Alterity Cybersecurity Awareness Program | Alterity Solutions, Inc. | Alterity Cybersecurity Awareness Program | No | 1 | Any organization that requires cybersecurity awareness training. | Yes | Online | Yes | Yes | Yes | English, Other languages for additional charge. | Gina Buser  gbuser@alteritysolutions.com  972-544-1444 |  |
| Barcom Security Awareness Training | Barcom Technology Solutions | Principles of Information Security, Best Practices, Best Defense, Wifi, Email Communication, Spoofing, Mobile Device Security, The Cloud, Digital Footprint, Passwords, Hacking, USB Drives, Social Engineering | No | 2 | Government personnel that use technology in their organization. | Yes | In-person, Online | Yes | No | Yes | English | Leah Freed  contact@barcoment.com  210-870-1944 |  |
| Texas Cybersecurity Training Certification - Combined Modules | Barracuda Networks, Inc. | Vocabulary of Information Security, Data Classification, Sensitive Data, Data Loss Prevention, Network Security, Public Wifi, Security and the Cloud, Mobile Device Security, Personal and Physical Security, Incident Response | No | 1 | Customers of Barracuda that have purchased PhishLine. | Yes | Online | Yes | Yes | Yes | English and Spanish (Latin America) | Barracuda Networks  leaddevelopment\_team@barracuda.com  888-268-4772 | [DIR-TSO-4095](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4095&keyword=dir-tso-4095) (Solid Border, Inc.)  [DIR-TSO-4121](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4121&keyword=dir-tso-4121) (Great South Texas Corporation dba Computer Solutions)  [DIR-TSO-4093](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4093&keyword=dir-tso-4093) (Insight Public Sector, Inc.)  [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365&keyword=dir-tso-4365) (Solid Border, Inc.) |
| Texas Cybersecurity Training Certification - Module Based | Barracuda Networks, Inc. | Module 1: Vocabulary of Information Security, Data Classification, Sensitive Data, Data Loss Prevention, Module; 2: Network Security, Public Wifi, Security and the Cloud, Mobile Device Security, Personal and Physical Security, Incident Response | No | 1 | Customers of Barracuda that have purchased PhishLine. | Yes | Online | Yes | Yes | Yes | English and Spanish (Latin America) | Barracuda Networks, Inc.  leaddevelopment\_team@barracuda.com  888-268-4772 | [DIR-TSO-4121](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4121&keyword=dir-tso-4121) (Great South Texas Corporation dba Computer Solutions)  [DIR-TSO-4093](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4093&keyword=dir-tso-4093) (Insight Public Sector, Inc.)  [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365&keyword=dir-tso-4365) (Solid Border, Inc.) |
| Cybersecurity Training 2021-2022 | BIS Consultants | Cybersecurity video | Yes | 1 | Any | Yes | Online | Yes | Yes | Yes | English | Mark Wise  mwise@bisconsultants.com  800-247-9045 |  |
| Security Awareness | Capgemini | FTI Disclosure Awareness Training, HIPAA Security and Privacy, Security Awareness Training | No | 2 | Service Providers Staff of Shared Technology Services. | No | Online | Yes | Yes | Yes | English | MSI Communications Team  msistxcommunicationsppt.nar@capgemini.com  512-914-6509 |  |
| Security Awareness Training Level II | Center for Information Security Awareness - CFISA.com | Lessons 1-15 | Yes | 1.2 | State Agencies; State Agency Contractors; Local Governments; Vendors; Contractors; Private Sector Businesses; Nonprofit organizations; Healthcare; Educational Institutions; Tribal Organizations; All other organizations covered | Yes | In-person, Online | Yes | Yes | Yes | English | Michael Levin  mlevin@cfisa.org  561-325-6050 |  |
| Security Awareness Training 2020 | Cerner | Single module | Yes | 0.30 | Only Cerner Employees | No | Online | Yes | Yes | Yes | English French Spanish German Portuguese | Sebastien Rouzier  sebastien.rouzier@cerner.com  816-571-9185 |  |
| Information Security & Compliance Awareness Training | ConvergeOne, Inc. | One module | Yes | 1 | TX state agencies, institutions of higher-ed, applicable local government entities. | Yes | Online | Yes | No | Yes | English | Kristin Garbiras  kgarbiras@convergeone.com  518-309-6123 | [DIR-TSO-4308](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4308&keyword=dir-tso-4308) (prime vendor) |
| Cyber Security Awareness Training Program | Curricula | Phishing, Passwords, Information Security, Physical Security, Social Engineering, Intro to Cybersecurity, Ransomware, Phishing Defense, Incident Response | Yes | 2 | All users | Yes | Online | No | Yes | Yes | Albanian, Amharic, Arabic, Bengali, Bosnian, Bulgarian, Chinese (Simplified), Chinese (Traditional), Croatian, Czech, Danish, Dutch, English, Estonian, Finnish, French, French (Canada), Georgian, German, Greek, Hebrew, Hindi, Hungarian, Indonesian, Italian, Japanese, Korean, Latvian, Malay, Norwegian, Persian, Polish, Portuguese, Romanian, Russian, Serbian, Slovak, Slovenian, Somali, Spanish, Spanish (Mexico), Swahili, Swedish, Tagalog, Thai, Turkish, Ukrainian, Vietnamese | Juan Camarero  sales@curricula.com  800-690-2280 |  |
| Cyber Aware | Cyber Aware | Cyber Aware Awareness Training, Cyber Aware Phishing Simulations, Cyber Aware Business Toolkit | Yes | 6 | Public sector businesses and their employees, Private sector businesses and their employees, Charity organisations and their employees , Miscellaneous End Users | Yes | Online, Files | Yes | Yes | Yes | English, Thai | Jonathan Horne  support@cyberaware.com  (972) 945 7518 |  |
| Security Awareness and Compliance Training | Drip7 LLC | Security Awareness and Compliance Training | Yes | 10 (Daily micro-learning) | Admins, teachers, and other end users. | Yes | Online | Yes | Yes | Yes | English (adding French Canadian) | Alexia Little  alexia.little@drip7.com  509-290-6598 |  |
| Cyber Security Awareness Program 2022 | Dynamic Computing Services Corporation | DCSHQ\_CSAP\_Lesson DCSHQ\_CSAP\_Slides DCSHQ\_CSAP\_Handouts DCSHQ\_CSAP\_Phishing DCSHQ\_CSAP\_Test | No | 1 | Contractors and employees working for government entities, including school districts, higher learning institutions, cities, counties, state agencies and state hospitals. | No | In-person, Online, Files | Yes | Yes | Yes | English | Jennifer Young  jennifer@dcshq.com  512-493-9703 |  |
| Email Phishing | ej4, and HSI Company | Defining Cybersecurity, Passwords, Protecting Your Mobile Device, Cybersecurity while Traveling, Malware, Types of Malware, Ransomware, Email Phishing, Identity Theft, Your Responsibility, Social Engineering, Creating a Cybersecurity Training Program, Minimizing Insider Threats, Protecting Intellectual Property, Protecting Your PC: Daily Precautions, Avoiding Phone and Text Scams | No | 1.75 | Any employee | Yes | Online | Yes | Yes | Yes | Closed captioning is available in English, Chinese (simplified), French, French Canadian, German, Portuguese, Spanish, Thai | Pam Sokey  psokey@hsi.com  509-412-7063 |  |
| Texas Certified Cybersecurity Awareness Training 2021-2022 | Encore Support Systems, L.P. | Module I: Habits and Procedures that Protect Information Resources, Module II: Best Practices for: Detecting, Assessing, Reporting, and Addressing Information Security Threats | Yes | 1 | State and local government agencies, as well as Independent School Districts. | Yes | In-person, Online, Instructor Led Online | Yes | Yes | Yes | English and Spanish (ITAC 206) | Scott Pustejovsky  ScottP@encoresupportsystems.com  404-547-3752 |  |
| HIPAA and Cybersecurity Training | Entegration Inc. | Introduction to HIPAA, The Basics of HIPAA, Security Breaches - Case Studies and Lessons Learned, Introduction to the Privacy Class, Privacy Incidents - Case Studies and Lessons Learned, Responding to a Breach | No | 1 | All users | No | Online | Yes | Yes | Yes | English | Nicholas Vient  nickv@hipaasecurenow.com  978-290-3099 |  |
| HIPAA and Cybersecurity Training 2021-2022 | Entegration Inc. | Case Study 1: Phishing; What is Sensitive Information?; Case Study 2: Passwords; Case Study 3: Ransomware; HIPAA Security Rule Introduction; Administrative, Physical and Technical HIPAA Safeguards; HIPAA Privacy Rule Introduction; Patient Rights and Use and Disclosure; HIPAA Training Conclusion | No | 1 | All users | Yes | Online | Yes | Yes | Yes | English | Nick Vient  nickv@hipaasecurenow.com  978-290-3099 |  |
| Security Awareness Training Program 2020-21 | Entegration Inc. | Personally Identifiable Information (PII) and Sensitive Data, Cybercriminals are targeting you, 4 Case studies & lessons learned; Case Study 1: Phishing, Lessons Learned 1, Case Study 2: Password Security, Lessons Learned 2, Case Study 3: Business Email Compromise (BEC) scams, Lessons Learned 3, Case Study 4: Dangers of the Dark Web, Lessons Learned 4, Conclusion: Responding to a Data Breach | No | 0.75 | All users | No | Online | Yes | Yes | Yes | English | Nick Vient  nickv@trustsecurenow.com  978-290-3099 |  |
| Security Awareness Training Program 2021-22 | Entegration Inc.  (Also available from: Quick Compute, Inc., Yellow City IT, Computer Transition Services, Inc., and DataCast) | 1 primary training course | No | 0.75 | All users | No | Online | Yes | Yes | Yes | English | Nicholas Vient  nickv@hipaasecurenow.com  978-290-3099  Erica Kindel  erica@quickcompute.com  956-428-7777  Ashley Terry  email ash@yellowcityit.com  806-410-0246  Michael Vaught  mvaught@ctsinet.com  806-793-8961  Mary Bird  Mary.bird@datacastinc.com  903-793-6581 |  |
| ESET | ESET | INTERNET SAFETY, PERSONALIZED THREATS, MALWARE, PASSWORDS, EMAIL, PERSONALLY IDENTIFIABLE INFORMATION | No | 2 | All users | Yes | Online | Yes | Yes | Yes | English, French | Clark Collett  cybertraining@eset.com |  |
| Data Security & Privacy | EVERFI | Module 1: Introduction Module 2: The Data Security Problem Module 3: What We Need to Protect (5 Minutes) Module 4: Threat Actors & Their Tactics Module 5: How We Can Protect Data Module 6: Responding & Reporting Module 7: Final Thoughts | No | 1 | Learners in their working environment (employees). | Yes | Online | Yes | Yes | Yes | Latin American Spanish, Chinese Simplified, Chinese Traditional, French Canadian, Brazilian Portuguese, European Spanish, European French, German, Japanese, Korean | Melissa Oosterveen  moosterveen@everfi.com  800-945-2316 |  |
| ESC100 CyberSecurity Training | Executive Services Consulting 100 | One powerpoint presentation with questions/evaluation | Yes | 1 | All public and private employees, all elected and appointed public and private officials, all volunteer/non-paid public and private people | Yes | Online | Yes | Yes | Yes | English and Spanish | Denise Graves  info@esc100.net  (361) 876-3145 |  |
| Global Learning Systems | Global Learning Systems | Cyber Security Awareness Challenge, Anti-Phishing Essentials, Avoiding Spear Phishing Threats | Yes | 1 | All users | Yes | Online | Yes | Yes | Yes | English, Latin American Spanish, Chinese | Rob Dattilo  rdattilo@globallearningsystems.com  410.800.4000 ext. 120 |  |
| Cybersecurity Foundations | GreyCampus Inc. | 1. Introduction 2. Confidentiality, Integrity, and Availability (CIA) 3. Information security and Cybersecurity Definitions 4. Identify and Access Management & Data Security 5. Data and Information Lifecycle Process 6. Continuous Risk Awareness and Monitoring 7. Cyber Hygiene 8. Cloud Platforms and Data Management 9. Summary | Yes | 2.5 | employees and elected or appointed officers of State Agencies; State Agency Contractors; Employees, elected and appointed officials in Local Governments; School District employees | Yes | Online | Yes | Yes | Yes | English - US | Peter Shaw  enterprise@greycampus.com  214-431-5115 |  |
| INFIMA Cyber Security Awareness Training | INFIMA Cyber Security | Phishing and Today's Cyber Attacks, Social Engineering Risks, Safe Web Usage, Securing Digital Data and Devices | No | 1 | All users | Yes | Online | Yes | Yes | Yes | English | Zach Carter  zach.carter@infimasec.com  904-307-6927 |  |
| Infosec IQ Cybersecurity Training Awareness | InfoSec Institute | Need to Know: Introduction; Key Cybersecurity Terminology; Need to Know: Privacy by Design, Challenging, Security by Design, Replying to Suspicious Emails, Phishing, Safe Web Browsing: Identity Theft, Stick to the Policy, Proper Disposal, Downloading Suspicious Files , Too Much Information, Conclusion | Yes | 0.66 | All users | Yes | Online | Yes | Yes | Yes | English, Spanish, German, Portuguese (Brazilian) Dutch, Chinese Traditional, Chinese Simplified, French (EU), Italian, Japanese, Korean | Julie Schrank  julie.schrank@infosecinstitute.com  608.515.5504 |  |
| Security First Solutions – Elite | Inspired eLearning | The S-173-DL-02: Security Awareness - A Day in the Life (55 minutes) course, and additional modules for reinforcement | Yes | 2.15 | All employees | Yes | Online | No | Yes | Yes | French CA, French EU, German, Italian, Japanese, Korean, Portuguese LA, Russian, Sim Chinese, Spanish EU, Spanish LA, Traditional Chinese TW, UK English  \*Microlearning videos are translated up | Tish Williams  tish.williams@vipre.com  210-801-8967 |  |
| Jenzabar Information Security Update September 2020 for Jenzabar employees | Jenzabar, Inc. | Single module | No | 0.75 | Jenzabar employees. | No | Online | No | Yes | Yes | English | William Kyrouz  bill.kyrouz@jenzabar.com  617-492-9099 x65263 |  |
| KnowBe4 Cybersecurity Awareness Training for Texas | KnowBe4 | Stand-alone training module | No | 0.5 | Any KnowBe4 customer | Yes | Online | Yes | Yes | Yes | English (EN-US), Spanish Latin America (ES-LA) | DIR@knowbe4.com  855-566-9234 | [DIR-TSO-4291](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4291&keyword=dir-tso-4291) (SHI Government Solutions)  [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365&keyword=dir-tso-4365) (Solid Border, Inc.)  [DIR-TSO-4214](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4214&keyword=dir-tso-4214) (CIMA Solutions Group, LLC) |
| Security Awareness Training (HB 3834) | Lexipol | Security Awareness Training (HB 3834) | No | 1 | State agencies, local governments, and contractors. | Yes | Online | Yes | Yes | Yes | English | Ed Salazar  esalazar@lexipol.com  469-553-0645 |  |
| Cybersecurity Awareness Training | Life Enhancement Solutions | Module (1) The Principles of Information Security and Best Practices to Safeguard Information; Module (2) Awareness of Information Security Threats, and Reporting Information Security Threats, and Suspicious Activity | Yes | 2 | Internal (employees) External (Interested Provider Agencies) | Yes | In-person, Online | Yes | Yes | Yes | English | Napoleon Broughton  nbroughton.les@gmail.com  713-483-0687 |  |
| Linkedin Learning | Linkedin Corporation | Cybersecurity Foundations by Malcolm Shore, Cybersecurity Awareness: Building Your Cybersecurity Vocabulary by Serge Borso, Cybersecurity with Cloud Computing by Malcolm Shore | No | 5 | Any | Yes | Online | Yes | Yes | Yes | English | Sean Galvin  sgalvin@linkedIn.com  805-207-6137 | [DIR-TSO-4288](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4288&keyword=dir-tso-4288) (Carahsoft) |
| Living Security Teams: CyberEscape Online Enterprise License, The Living Security Training Platform Enterprise License, CSAM Gone Virtual License | Living Security, Inc | Case in Point - Staying Safe Online Security Basics - Data Classification Case in Point - Themed Phishing Security Basics - Device Security Security Basics - Phishing Security Basics - Working Remotely Security Basics - Malware Security Basics - Physical Security Case in Point - Synthetic Identify Theft Case in Point – Password Management Compliance Basics - PII Security Basics - Insider Threat | No | 1 | All users are eligible for this training program | Yes | In-person, Online, Files, Other - Emails, posters, Teams/ Slack Msgs, Memes | Yes | Yes | Yes | English, Spanish, French, Canadian, Japanese, German, Polish, Portuguese, | Ashley Rose  ashley.rose@livingsecurity.com  512-662-8133 |  |
| E Learning Authoring Toolkit | Lucy Security Inc | Kevin video: Spear Phishing & Ransomeware module; Spear phishing Course module | Yes | 1 | IT staff, end users, new employees, at risk 3rd party supply chain companies, HR, Administrators, CXO. | Yes | Online | Yes | Yes | Yes | German, Spanish, French, Italian, Portuguese, Dutch, Turkish, Danish, Chinese (Traditional), Arabic, Japanese, Russian | Steve Hall  steve@lucysecurity.com  512-413-0372 |  |
| Enrollment Broker Safety and Security Training | Maximus Inc | Safety and Security Enrollment Broker training program | No | 0.5 | Maximus Staff | No | Online | Yes | Yes | Yes | English | LuAnn Salisbury  LuAnnJSalisbury@maximus.com |  |
| Mimecast Awareness Training for Cyber Resilience | Mimecast North America, Inc. | Phishing, Information Protection, Data in Motion , Passwords, Office Hygiene, Spear Phishing, Additional Videos :Awareness Training Overview, Insider Threat | Yes | 2.45 | Any employee requiring certification in cybersecurity awareness training | Yes | Online | Yes | Yes | Yes | English, Spanish, Chinese, French, German, Japanese, Italian, Russian, Portuguese, Dutch, Hindi, Korean, Czech, Polish, Arabic, Turkish, Vietnamese | Mimecast Awareness Training  TXAT@mimecast.com  1-617-393-7050 |  |
| Cybersecurity: Data Privacy and Safe Computing | NEOGOV | Single course | No | 0.5 | Users of NEOGOV Learning Management System | No | Online | Yes | Yes | Yes | English | Julie Lavorini  jlavorini@neogov.net  310.426.6304 x374 |  |
| Cybersecurity Awareness by Neptune Navigate | Neptune Navigate | 1. Cybersecurity Awareness Content 2. Cybersecurity Awareness Quiz | No | 0.5 | Any K12 school district employee in the state of Texas | Yes | Online | Yes | Yes | Yes | English (Audio and captions) Spanish (Captions only) | Eric Jontra  info@neptunenow.com  903-630-7487 |  |
| Cyber Security User Awareness Training for Government Agencies | netGenius, Inc. | 1. Information Security Overview 2. Information Security Threats 3. Best Practices 4. Terms | No | 3 | Government Agency Employees who have access to computer systems | Yes | In-person,  Online | Yes | Yes | Yes | English | Ben Singleton  ben@netgeniusinc.com  817-753-1740 |  |
| NINJIO AWARE | NINJIO, LLC | Introduction Module on Risks and Threats, AWARE S06|E06 –Privacy & PII, AWARE S06|E03 - Privacy & PII, AWARE S06|E02 - Macro based, AWARE S05|E03 - Business email compromise, AWARE S05|E02 - Passphrase security, AWARE S04|E12- Ransomware, AWARE S04|E10 - Spear phishing, AWARE S05|E04 - Physical Security, AWARE S04|E03 - Insider Threats, AWARE S06|E07 - Proactive Cybersecurity Awareness | No | 1.5 | Everyone | Yes | Online | Yes | Yes | Yes | Portuguese, French Canadian, French Parisian, German, Italian, Japanese, Korean, Latin America Spanish, Polish, Simplified Chinese, Thai, Turkish, Russian, Estonian, Hebrew (Additional Languages for an additional fee) | sales@ninjio.com  805-864-1999 |  |
| CyberSecurity Training HB3834 | NXTsoft Cybersecurity Solutions, LLC dba ThreatAdvice | CyberSecurity Training HB3834, Phishing Simulation Campaigns, Smishing Simulation Campaigns | Yes | 10 min modules | Our Educational platform for CYBER-Security is designed for both the employee and management for Non-Technical Cyber-Security training | Yes | Online | Yes | Yes | Yes | English | Gary Foster  gfoster@nxtsoft.com  205-835-4032 |  |
| Optiv - CyberBOT | Optiv | Data Privacy, Social Engineering, Email Security, Cloud Security, Insider Threat | Yes | 1 | All Users | Yes | Online | No | Yes | Yes | English, Spanish, Others upon request | Tiffany Franklin  tiffany.franklin@optiv.com  785-383-7069 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133&keyword=dir-tso-4133) (prime vendor) |
| Optiv - Rapid Awareness | Optiv | Data Privacy, Social Engineering, Email Security, Cyber Threat Actors, Cloud Security, Malware Basics | Yes | 0.5 | All Users | Yes | Online | No | Yes | Yes | English and others upon request | Tiffany Franklin  tiffany.franklin@optiv.com  785-383-7069 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133&keyword=dir-tso-4133) (prime vendor) |
| Optiv - Security Awareness Circuit Training | Optiv | Data Privacy, Social Engineering, Malicious Downloads, Email Security, Cloud Security, Insider Threat | Yes | 1 | All Users | Yes | Online | No | Yes | Yes | English, Spanish, others upon request | Tiffany Franklin  tiffany.franklin@optiv.com  785-383-7069 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133&keyword=dir-tso-4133) (prime vendor) |
| Cyber Security/ Malware Awareness Training | OSS Academy | OSS Academy Course Information, Cybersecurity & Malware Awareness for Employees (Texas HB 3834), Cybersecurity Final Exam, OSS Evaluation | Yes | 1-2 | Any user | Yes | Online | Yes | Yes | Yes | English | David Salmon  customer.service@ossrisk.com  281-288-9190 (Ext. 205) |  |
| Palo Alto Networks Cybersecurity Foundation | Palo Alto Networks | Module 1: Cyber-Landscape Module 2: Cyber-Threats Module 3: Cyberattack Types and Techniques Module 4: Cybersecurity Models & Design Principles Module 5: Security Operating Platform | Yes | 10 - 30 | Entry level candidates in the Cybersecurity workforce or education space. Anyone who participates in Internet activities. | No | Online | No | Yes | Yes | English | Thomas Trevethan  ttrevethan@paloaltonetworks.com  757-613-0878 |  |
| CJIS Security Awareness Training | Peak Performance Solutions | Single module | No | 1 | Any user that accesses Criminal Justice Information (CJI). | Yes | Online | Yes | Yes | Yes | English | John Yearty  jyearty@peakps.com  850-668-9518 |  |
| Proofpoint Security Awareness Training (PSAT) | Proofpoint | Email Attack Methods: Malicious Links; Email Attack Methods: Credential Compromise; Email Attack Methods: Malicious Attachments; Social Engineering: Many Methods, Many Motives; Suspicious Emails: Why Reporting Is So Important; Mobile Devices: Cybersecurity Fundamentals; Web Browsing: Identifying Threats (Beginner); Perfecting Passwords; Public Data vs. Non-Public Data; Securing Data: Know Your Role; Organizational Data: What to Do If You Suspect a Breach; Physical Security Fundamentals; Security Basics: Insider Threats; Avoiding Compliance Pitfalls | Yes | 28 mins | All users must have a licensed seat and be registered in the platform. | Yes | Online, Files | Yes | Yes | Yes | 40+ languages, including Arabic, Bulgarian, Burmese, Chinese (Simplified), Chinese (Traditional), Czech, Danish, Dutch, English (American), English (Australian), English (British), Finnish, French (Canadian), French (European), German, Greek, Hebrew, Hindi, Hungarian, Icelandic, Indonesian, Italian, Japanese, Khmer, Korean,  Malay, Marathi, Norwegian, Polish, Portuguese (Brazilian), Portuguese (Portugal), Romanian, Russian, Slovak,  Spanish (European), Spanish (Latin), Swedish, Thai, Turkish, Ukrainian, and Vietnamese | TexasSLED@proofpoint.com  bfarneth@proofpoint.com  412-965-4774 |  |
| Reflare Certified Secure Employee (RCSE) | Reflare America | Modules 001 - 021 | Yes | 2 | Any employee with a secure internet connection | Yes | Online | Yes | Yes | Yes | English, Japanese | Liam McGann  lmcgann@reflare.com  800-229-3586 |  |
| Cybersecurity Awareness Training for Educators | Region 6 Education Service Center - Eduhero | One module. | Yes | 1 | Any user, teachers, administrators, board members (if required). Any industry but we have added elements specific to education. | Yes | Online | Yes | Yes | Yes | English, Spanish | Brandon Smith  bsmith@esc6.net  936-435-8443 |  |
| Cybersecurity for Educators | Responsive Learning | One module | No | 1 | Educators, administrators, and employees of K-12 institutions | Yes | Online | No | Yes | Yes | English, Spanish | Ryan Tilman  sales@responsivelearning.com  915-532-9964 |  |
| SANS Security Awareness | SANS Institute | You are the Shield; Social Engineering; Malware; Email & Phishing; Passwords; Targeted Attacks; Social Networks; Mobile Devices; Browsing Safely; Data Security; Hacked; Physical Security. Multiple training styles are available to for each topic: Traditional, Illustrative Design, Host-Led, Live Action, Applied Interactive | Yes | 0.5 | All | Yes | Online | Yes | Yes | Yes | Arabic, Chinese Simplified (Mandarin), Dutch, English-UK, English-US, French, French Canadian, German, Italian,  Japanese, Polish, Portuguese-BR, Spanish-LA, Swedish, Chinese Traditional (Cantonese), Czech, Danish, Dutch  Belgium (Flemish), Finnish, Hebrew, Hindi, Hungarian, Indonesian (Bahasa), Korean, Latvian, Norwegian,  Portuguese-EU, Romanian, Russian, Spanish-International, Thai, Turkish, Vietnamese | Jay Armstrong  jarmstrong@sans.org  614.543.0357 |  |
| SCAN13 Training Program | SCAN13 | SCAN13 Training Program | No | 1 | All employees and affiliates within customer organizations. | Yes | In-person, Online | Yes | Yes | Yes | English | Brandon Neff Neff  info@scan13.com  830-507-3113 |  |
| How to: Be Secure 2020 | Siemens Healthineers | Web Based Training: How to Be Secure 2020; Information Security Guidebook; Siemens Healthineers anti-phishing behavioral program | Yes | 1.5 | Only Siemens Healthineers employees and key business partners (IT, Sales, Service in some countries) | No | Online, Files | Yes | Yes | Yes | English, German, French, Korean, Japanese, Chinese, Turkish, Spanish, Portuguese, Russian, Italian | Jeffrey Johnson  jeffrey.johnson@siemens-healthineers.com  424-310-3027 |  |
| Cyber & Information Security: How to Recognize, Respond & Prevent Threats to Your Data | Strategic Government Resources (SGR) | 4 sections (introduction, physical security, data security, and social engineering) that play as one master course. | No | 1 | Employees of local government, including cities, counties, and special districts. Other entities such as ISDs are more than welcome to participate. | Yes | Online | Yes | Yes | Yes | English, Spanish | Dr. Mike Mowery  training@governmentresource.com  (817) 382‐0087 |  |
| Security Awareness Essentials | Superior HealthPlan | Single training module delivered by a computer-based training course. | No | 0.6 | Employees with access to Centene systems | Yes | Online | Yes | Yes | Yes | English | Jenny Lee Garza  JennyLee.Garza@superiorhealthplan.com  512-348-1062 |  |
| Certified CyberSecurity Awareness Professional Certification Training for all Employees | Supremus Group LLC | Introduction, Physical Security Concerns, Social Engineering, Social Media, Malware, Internet Security, System and Device Security | No | 4 | Employees, Business owners, Individuals applying for the first job in their life, Seniors, Parents and Volunteers | Yes | In-person, Online | Yes | Yes | Yes | English, Spanish | Bob Mehta  Bob@hipaatraining.net  515-865-4591 |  |
| PreventABreach-CyberSecurity | TBG Solutions Inc. | Single module, "Prevent a Breach Cyber" | Yes | 1.5 | All staff and employees that the employer request  attend the training are eligible. | Yes | In-person | Yes | Yes | Yes | English | Mark Seguin  Mark@TBGSolutionsInc.com  903-539-6821 |  |
| PII Protect | Technology Assets LLC, DBA Global Asset | Case Study 1: Phishing, Spear Phishing, BEC Scams; What/where is sensitive data, Disposal procedures; Case Study 2: Passwords, Passphrases, Dark Web ; Case Study 3: Ransomware, Social Media Security, Social Engineering; Conclusion, Reporting an incident | No | 0.75 | All users | Yes | Online | Yes | Yes | Yes | English | Britt Siedentopf  britt@globalassetonline.com  972-695-8600 |  |
| TAGD Cybersecurity Awareness Training | Texas Alliance of Groundwater Districts | Single module | No | 1 | Members of the Texas Alliance of Groundwater Districts (available to non-members for a fee) | No | Online | No | Yes | Yes | English | Julia Stanford  julia@texasgroundwater.org  512-596-3101 |  |
| Information Security Awareness Training | Texas Rural Water Association | n/a | Yes | 1 | All local government elected officials, as well as local government employees with access to official computer systems or databases. | Yes | Online | Yes | Yes | Yes | English | Nichol Everingham  Nichol.Everingham@trwa.org  (512) 472-8591 |  |
| Security Awareness Course | True North Consultiing Group | Course Instructions 1. Basics for the Course 1.1.a What is Information Security? 1.1.b Types of Information 1.1.c Forms & Locations of Information 1.2 Best Practices to Safeguard Information 1.2.a Safeguarding Against Unauthorized Access 1.2.b Safeguarding Against Unauthorized Use 1.2.c Best Practices for Securely Storing Information 1.2.d Best Practices for Secure Disposal & Sanitization 2.1.a What is a Threat? 2.1.b Common Threat Actors & Motivations 2.1.c What is Risk? 2.1.d What is an Attack? 2.2.a Identifying Attacks 2.2.b Response & Reporting Finish Course - Final Exam | No | 1 | Anyone | Yes | Online | Yes | Yes | Yes | English | Patrick Johnson  patrick.johnson@tncg.com  254-266-6410 |  |
| Cybersecurity Awareness Training | Tyler Technologies | What is Information Security?, Social Engineering, Recognizing Fraud, Verifying Customers and Vendors, Identity Theft Risk Mitigation, Home Network Security Best Practices, Telework Security Best Practices, Keeping Safe on Social Media, Mobile Device Security Best Practices, The Importance of Threat Intelligence, Physical Security | No | 3 | Any end user with computer or network access at the site. | Yes | In-person, Online | Yes | Yes | Yes | English | Tim Walsh  Account Representative  Tyler Cybersecurity  Tyler Technologies, Inc  800.772.2260 ext.4352  Tim.Walsh@tylertech.com |  |
| Cybersecurity Awareness for Employees (RV-PGM194) | Vector Solutions | RVLS-3098 Cybersecurity Awareness for Employees: Security Awareness Essentials, RVLS-3099 Cybersecurity Awareness for Employees: Social Engineering, RVLS-3100 Cybersecurity Awareness for Employees: Classifying and Safeguarding Data for Corporate and Personal Use, RVLS-3101 Cybersecurity Awareness for Employees: End User Best Practices | No | 2 | Anyone with a computer and internet access. | Yes | Online | No | Yes | Yes | English | Ellen Sakamoto  vsaccreditations@vectorsolutions.com  866-546-1212 |  |
| VFISU 132: Cyber Security Awareness | VFIS | Single module. | No | 1 | Emergency Services Personnel | Yes | Online | Yes | Yes | Yes | English | Justin Eberly  jeberly@vfis.com  800-233-1957 |  |
| Security Awareness Training | Virtualis Solutions, LLC | Fundamental Concepts, Malware, Social Engineering, Passwords, Sensitive Information, Physical & Digital Forms of Information, Physical Security & Controls, Cybersecurity, Sanitization & Disposal, Reporting & Responding, Assessment | Yes | 2.5 | All users, management, non-management, government and non-government | Yes | In-person, Files | No | Yes | Yes | English | Tem Nieto  tem.nieto@virtualisllc.com  830-519-5105 |  |
| Webroot Security Awareness Training | Webroot: An OpenText Company | Information Security Basics Data Classification - Up, Upvote and Away Breach Awareness - Introduction Breach Awareness - Breach Avoidance Information Security - Data Destruction Network and System Audits Ransomware & Cybercrime Phishing - Understanding Phishing (full length) | No | 1.5 | Public sector business owners and employees, private sector business owners and employees | Yes | Online | No | Yes | Yes | English | Blair Swartz  bswartz@opentext.com  720-842-3753 |  |
| Wizer Free Security Awareness Training | Wizer Inc. | Security Awareness Overview, Staying Safe on Public Wifi, USB Safety, Social Media Security, Shadow IT - The Hidden Dangers, Mobile Security Threats, Preventing Mobile Security Threats, Creating a Strong Password, 2FA, Have I Been Hacked, Phishing Overview, Common Phishing Examples, Detecting a Phishing Email, What is BEC, Avoiding BEC Attack, What is Vishing, What is Smishing, What is Ransomware, and Avoiding Ransomware | No | 1 | All users, government and non-government | No | Online, Files | Yes | Yes | Yes | Free Program is in English; The Paid Boost Program is in Spanish, French, German, Portuguese, Hebrew, Dutch, Italian, Chinese | Rich Malewicz  rich@wizer-training.com  586-601-4698 |  |
| 1 Module: Cybersecurity Awareness - Texas | WORKS International, Inc. | 1 module: Cybersecurity Awareness - Texas | No | 0.75 | The educational market, specifically K-12 school districts and colleges and all employees who have access to a school district or college computer system or database. | Yes | Online | Yes | Yes | Yes | English | Tina Hegner  thegner@publicschoolworks.com  513-631-6111, ext 7018 |  |

\*State agencies are bound by state procurement regulations and therefore must select a program that is offered through DIR's cooperative contracts. If a state agency wants to procure an item available from DIR's contracts and services program through an avenue other than a DIR contract, the agency must request an exemption.

# State Agency, Institution of Higher Education, or Local Government Training Programs (Available to Other Organizations)

| **Training Program Name** | **Provider** | **Modules** | **Topics for IT Roles** | **Length (hrs)** | **Eligible users** | **Cost** | **Delivery method** | **Accessible** | **Assessment** | **Proof of Completion** | **Languages** | **Point of Contact** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Asu Annual Information Security Awareness Training | Angelo State University | Single video | No | 1 | All full time employees who use a computer for at least 25% of their duties. | Yes | Online | Yes | No | Yes | English | Alan Meeks  alan.meeks@angelo.edu  325-486-6310 |
| Bryan ISD Cyber Security Awareness Training | Bryan Independent School District | Bryan ISD Cybersecurity Awareness Training Presentation | No | 1 | All District Staff and School Board Members | No | In-person, Online | Yes | Yes | Yes | English | Jana Wenzel  jana.wenzel@bryanisd.org  979-209-1155 |
| ESC-20 Information Security Awareness Training | Education Services Center, Region 20 | ESC-20 Information Security Awareness Training | No | 1 | K-12 and contractors | Yes | In-person, Online | Yes | Yes | Yes | English | Dale Harville  Register at https://txr20.escworks.net/catalog/session.aspx?session\_id=77837 |
| FBISD Annual Information Security Awareness Training | Fort Bend ISD | FBISD Annual Information Security Awareness Training | No | 0.5 | All FBISD Staff | No | In-person, Online | Yes | Yes | Yes | Only English (but the transcription service can render other languages from the narration, as required). | Christopher Kar  Christopher.Kar@fortbend.k12.tx.us  281-634-1086 |
| Cyber Security Awareness Training | Hidalgo County | Cyber Security Awareness Training | Yes | 1 | Employees, elected officials, and appointed officials who have access to a local government computer system or database and use a computer to perform at least 25 percent of their duties. | No | In-person, Online | Yes | No | Yes | Video have English and Spanish subtitles. | Daniel Salinas  daniel.salinas@co.hidalgo.tx.us  956-292-6011 |
| Digital Data Safety | Houston ISD | Module 1: Introduction, Module 2: Data Privacy and Security, Module 3: What NOT to Do Module, 4: Phishing, Module 5: Device Disposal | No | 1 | All K12 institutions | No | Online | Yes | Yes | Yes | English | Scott Gilhousen  Sgilhous@houstonisd.org  713-556-6000 |
| LNVA Cybersecurity Training | Lower Neches Valley Authority | One module | No | 1 | All employees/ electronics users | No | In-person, Online, Files | Yes | Yes | Yes | English | Risa Barber  risa.barber@lnva.dst.tx.us  409-892-4011 |
| MCAD Cyber Training | Montgomery Central Appraisal District | Single module | Yes | 0.75 | All | No | Files | Yes | Yes | Yes | Can be Google Translated | Willie Schafer  wschafer@mcad-tx.org  936-539-8635 |
| Cyber security Awareness Training | Pasadena ISD | 49 slides | No | 0.5 | all staff k-12 | No | Online | Yes | Yes | Yes | english | james nowlin  jnowlin@pasadenaisd.org  713-740-5551 |
| Information Security | Region 10 Education Service Center | All modules are included within the singular lesson package: Information Security, What is information security?, Risks, Threats, and Attacks, Best Practices, Passwords, Email Security, Physical Security, Storage and Disposal, Final Quiz | No | 1 | Any learner employed with a school district or charter school who has an account in our Region 10 system. | Yes | Online | Yes | Yes | Yes | English | Lori Aden  lori.aden@region10.org  972.348.1510 |
| SBISD Cybersecurity Training | Spring Branch ISD | SBISD Cybersecurity Training | No | 1 | All employees and Board members | No | Files | Yes | Yes | Yes | English and Spanish | Troy Neal  troy.neal@springbranchisd.com  713-251-1416 |
| Cybersecurity in the Workplace | Texas A&M Engineering Extension Service | Module 1: Cybersecurity is Everyone's Responsibility, Module 2: Common Cyber Attacks, Module 3: Implementing Cybersecurity | No | 3 | Any US Citizen or Permanent Resident | No | Online | Yes | Yes | Yes | English | Diane Cornwell  BCS@teex.tamu.edu  (800) 541-7149 |
| Essentials of Community Cybersecurity | Texas A&M Engineering Extension Service | Module 1: Cyber Scope and Impacts, Module 2: Cyber Threats Module, 3: Community Cybersecurity | No | 4 | Any U.S. Citizen or Permanent Resident | No | In-person | Yes | Yes | Yes | English | Diane Cornwell  BCS@TEEX.TAMU.EDU  (800) 541-7149 |
| Cybersecurity Awareness Training | Texas Association of Counties | One eLearning course with multiple sections. | No | 1 | Texas county officials and staff | No | Online | Yes | Yes | Yes | English | TAC Cybersecurity Training Support Team  SecurityTraining@county.org  (800) 456-5974 |
| Cybersecurity Awareness Training | Texas Department of Information Resource | One video | No | 0.5 | Everyone | No | Online | Yes | No | No | English Spanish | TXTrainingCert@dir.texas.gov |
| Cybersecurity at TxDOT | Texas Department of Transportation | Single module only | No | 1 | SCORM 2004, 4th edition, format. Users will need a system that is compatible with this format. | No | Online | Yes | Yes | Yes | English | Garett Eggers  garett.eggers@txdot.gov  512-302-2298 |
| Cyber Security Awareness Training | Texas Municipal League Intergovernmental Risk Pool | What Is Information Security?, Types of Information, The 4 Pillars of Information Security, Threats to Our Security, Cyber Risk, What Is An Attack?, How To Recognize Common Attacks, Types Of Tactics Used, Reporting An Attack, Test, Conclusion | No | 0.5 | Our website www.tmlirp.org has materials for an organization to provide a course - video, lesson plan, slides, test, sign in sheet, and supplementary materials. The online course is available to TMLIRP member organizations. | No | Online, Files | Yes | Yes | Yes | English for video and online files. Spanish captions for video. | Ryan Burns  rburns@tmlirp.org  806-252-1623 |
| Texas State University Cybersecurity Training | Texas State University | One slideshow for the basic Cybersecurity training. | No | 1 | All university employees | No | Online | Yes | Yes | Yes | English | Joel Ausanka  ausanka@txstate.edu  512-408-9951 |
| TTU Cybersecurity Awareness Training v2 | Texas Tech University | Single slideshow with videos | Yes | 1.25 | State agencies, governmental entities, non-profit organizations, and institutions of higher education only | No | Online | Yes | Yes | Yes | English | Sam Segran  sam.segran@ttu.edu  806-742-5151 |
| TTU Cybersecurity Awareness Training v2 | Texas Tech University System | Single slideshow with videos | Yes | 1.25 | State agencies, governmental entities, non-profit organizations, and institutions of higher education only | No | Online | Yes | Yes | Yes | English | Sam Segran  sam.segran@ttu.edu  806-742-5151 |
| Cybersecurity Awareness at TWC CBT | Texas Workforce Commission | n/a | No | 0.75 | TWC employees, Local Workforce Development Boards and employees, and contractors - essentially, anyone who accesses TWC information systems. | No | Online | Yes | Yes | Yes | English | Daniel Castronovo  daniel.castronovo@twc.state.tx.us  (512) 463-3029 |
| 3001 : Information Security Awareness | The Texas A&M University System | Data You Need to Protect, Protect Your Data, Protect Your Accounts, Protect Yourself, Protect Your Devices | No | 1.5 | Others will need an LMS to make use of the SCORM file that this is within, or can extract the content in PDF. | Yes | Online | Yes | Yes | Yes | English | Danny Miller  gdmiller@tamus.edu  979-458-6433 |
| Secure Our Systems | University of Houston System/ University of Houston/ University of Houston-Clear Lake/ University of Houston-Downtown/ University of Houston-Victoria | Single Module | No | 0.5 | All users of UHS/UH/UHCL/UHD/ UHV information resources | No | Online | Yes | Yes | Yes | English | Mary Dickerson  mdickerson@uh.edu  832-842-4679 |
| Information Protection | University of Texas Medical Branch | Introduction, Security Strategies and Safeguards, Physical Safeguards, Incidental (personal) Use Privacy, Monitoring and Logging, Conclusion | Yes | 0.75 | All Faculty, Staff, Students and Contractors | No | In-person, Online | Yes | Yes | Yes | English | Robert Shaffer  rvshaffe@utmb.edu  832-212-5927 |
| Security Awareness Training | University Of Texas Rio Grande Valley | one full module | Yes | 1 | Student workers, Staff and faculty | No | Online | Yes | Yes | Yes | English and Spanish | Terri Mejia  terri.mejia@utrgv.edu  956-665-7823 |
| University of Texas Southwestern Medical Center | University of Texas Southwestern Medical Center | Single module, within our Learning Management System | Yes | 1 | All | No | Online | Yes | Yes | Yes | English | Nathan Routen  nathan.routen@utsouthwestern.edu  214-648-0526 |
| VIA EMPLOYEE CYBERSECURITY AWARENESS TRAINING | VIA Metropolitan Transit | There is only one module. | No | .75 | VIA employees | No | In-person, Online | Yes | Yes | Yes | English | Steve Young  Steve.young@viainfo.net  210-362-2275 |

# State Agency, Institution of Higher Education, or Local Government Training Programs (Not Available to Other Organizations)

| **Training Program Name** | **Provider** | **Program Type** |
| --- | --- | --- |
| CCISD Cybersecurity Training | Clear Creek ISD | In-house |
| CSEC Cybersecurity Awareness Program | Commission on State Emergency Communications | Hybrid |
| EISD Cybersecurity Training 2021-22 | Eanes ISD | In-house |
| HB 3834 Cybersecurity Awareness Training | Harris Health System | In-house |
| McKinney ISD Cyber Security Awareness Training | McKinney Independent School District | In-house |
| HB 3834 Cybersecurity Training | Northside ISD | In-house |
| Security Is In Everyone's Job Description | Region One ESC | In-house |
| Cybersecurity Awareness Training | Sam Houston State University | In-house |
| San Antonio River Authority Cybersecurity Awareness Training | San Antonio River Authority | In-house |
| SAWS 2022 General Cybersecurity Awareness | San Antonio Water System | Hybrid |
| Cybersecurity Awareness Training | STARLINK | Hybrid |
| TRWD Annual Cyber Awareness Training program | Tarrant Regional Water District | In-house |
| TDI Annual Security Awareness Training - 2021 | Texas Department of Insurance | Hybrid |
| TDI Contractor Security Awareness Training | Texas Department of Insurance | Hybrid |
| Texas GLO Continious Security Awareness Training | Texas General Land Office | Hybrid |
| HHS Information Security/Cybersecurity Awareness Training | Texas Health and Human Services | In-house |
| Security Awareness Training | Texas Higher Education Coordinating Board | In-house |
| IT Security Awareness | Texas Juvenile Justice Department | In-house |
| Cybersecurity Training | Texas Legislative Council | In-house |
| OAG Information Security General User Training | Texas Office of the Attorney General | In-house |
| Cybersecurity: What You Need To Know | Texas School for the Blind and the Visually Impaired (TSBVI) | In-house |
| TTUHSCEP Security Awareness Training | Texas Tech University Health Sciences Center - El Paso | Hybrid |
| Cybersecurity Awareness Training | Texas Tech University Health Sciences Center - Health.edu | In-house |
| 2022 TWDB Security Awareness Program | Texas Water Development Board | Hybrid |
| Information Security Training | Texas Woman's University | In-house |
| Cybersecurity Awareness Training | The University of Texas at El Paso | In-house |
| 2022 UTHealth Security Awareness Compliance Training | The University of Texas Health Science Center at Houston | Hybrid |
| UT System Information Resources: Use, Security, & Privacy Training | The University of Texas System | In-house |
| Cyber Security | University of Texas at Tyler | In-house |
| Employee Education Event | University of Texas MD Anderson Cancer Center | In-house |
| Information Security | University of Texas of the Permian Basin | In-house |
| Cybersecurity Awareness Training (CAT) | UT Health San Antonio | Hybrid |
| UTHSA Annual Security Awareness Training | UT Health San Antonio | Hybrid |
| UTHSA Security Awareness Training for Contractors | UT Health San Antonio | Hybrid |
| Election Cybersecurity Training Academy | UTSA Small Business Development Center - Southwest Border Region | In-house |

**Version History**

|  |  |  |
| --- | --- | --- |
| **Version** | **Date** | **Description** |
| 14.0 | 6/7/2022 | Updates to previously certified training program: Cybersecurity Awareness Training (Texas Association of Counties) |