FY20-21Certified Training Programs

In accordance with House Bill (HB) 3834 (86R), the Texas Department of Information Resources (DIR) has certified the following cybersecurity training programs for state and local government employees. Please note that programs are certified for content, not other regulatory or statutory obligations.

[Vendor Training Programs](#_Vendor_Training_Programs)

[State Agency, Institution of Higher Education, or Local Government In-House Training Programs (Available to Other Organizations)](#_State_Agency,_Institution)

[State Agency, Institution of Higher Education, or Local Government In-House/Hybrid Training Programs Training Programs (Not Available to Other Organizations)](#_State_Agency,_Institution_1)

# Vendor Training Programs

| **Training Program Name** | **Provider** | **Modules** | **Length (hrs)** | **Eligible users** | **Cost** | **Delivery method** | **Accessible** | **Assessment** | **Proof of Completion** | **Languages** | **Point of Contact** | **DIR Contract Number (DIR Vendor Name)\*** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Security Awareness Training | AllTimeTech Inc. | Introduction to Information Security, Passwords and Password Managers, Cybersecurity Threats, Mobile Device Security, Removable Media Security, Social Media Safety, Physical Security and Clean Desks, Data Protection and Compliance, Spotting a Scam | 3-4 (30 Mins per Module) | General purpose security awareness program -- all users are eligible. (No cost for those with support contract; Cost for others.) | Varies | Online | Yes | Yes | Yes | English | [support@alltimetech.com](mailto:support@alltimetech.com)  3617713100  Elevate.alltimetech.com |  |
| Alterity Cybersecurity Awareness Program | Alterity Solutions, Inc. | Alterity Cybersecurity Awareness Program | 1 | All users. | Yes | Online | Yes | Yes | Yes | English. Spanish available on request. | Gina Buser  [gbuser@alteritysolutions.com](mailto:gbuser@alteritysolutions.com)  972-544-1444 |  |
| Barcom Security Awareness Training | Barcom Technology Solutions | Principles of Information Security Best Practices Best Defense Wifi Email Communication Spoofing Mobile Device Secuirty The Cloud Digital Footprint Passwords Hacking USB Drives Social Engineering | 2 | Anyone. | Yes | In-person, Online | Yes | No | Yes | English | Leah Freed  [contact@barcoment.com](mailto:contact@barcoment.com)  2109306960 x1311 |  |
| Texas Cybersecurity Training Certification - Combined Modules | Barracuda Networks, Inc. | Introduction, Vocabulary of Information Security, Data Classification, Sensitive Data, Data Loss Prevention, Network Security, Public Wi-Fi, Security and the Cloud, Mobile Device Security, Personal and Physical Security, Incident Response | 0.75 – 1 | Companies and their employees seeking to meet the cyber security training requirements set forth in TX HB 3834 | Yes | Online | Yes | Yes | Yes | English, Spanish | Andy Simko  [asimko@barracuda.com](mailto:asimko@barracuda.com)  469-525-3711 | [DIR-TSO-4095](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4095) (reseller),  [DIR-TSO-4121](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4121) (reseller),  [DIR-TSO-3636](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3636) (reseller),  [DIR-TSO-4093](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4093) (reseller),  [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365) (reseller) |
| Texas Cybersecurity Training Certification - Module Based | Barracuda Networks, Inc. | Part One: Introduction, Vocabulary of Information Security, Data Classification, Sensitive Data, Data Loss Prevention; Part Two: Network Security, Public Wi-Fi, Security and the Cloud, Mobile Device Security, Personal and Physical Security, Incident Response | 0.75 – 1 | Companies and their employees seeking to meet the cyber security training requirements set forth in TX HB 3834 | Yes | Online | Yes | Yes | Yes | English, Spanish | Andy Simko  [asimko@barracuda.com](mailto:asimko@barracuda.com)  469-525-3711 | [DIR-TSO-4095](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4095) (reseller),  [DIR-TSO-4121](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4121) (reseller),  [DIR-TSO-3636](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3636) (reseller),  [DIR-TSO-4093](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4093) (reseller),  [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365) (reseller) |
| Cybersecurity Security Awareness Training | Bienestar Home Health Services | Module 1 – Introduction, Module 2 - Protecting Confidential Information, Module 3 - Protecting Information Resources, Module 4 - Threats & Vulnerabilities, Module 5 - Reporting | About 4 | Bienestar Home Health Services Internal office staff | N/A | Online | Yes | No | No | English & Spanish. | [labola1999@sbcglobal.net](mailto:labola1999@sbcglobal.net) |  |
| Cybersecurity Training | BIS Consulting | One Powerpoint covering Understanding information security, protecting information, identifying and reporting attacks, and sanitizing/disposing of information. | 1 | Any entity that needs certification for cyber security training. | Yes | In-person, Online | Yes | Yes | Yes | English | Sandra Steele  [ssteele@bisconsultants.com](mailto:ssteele@bisconsultants.com)  800-247-9045 |  |
| Security Awareness | Capgemini | Security Awareness Training Part 1 - Intro, Security Awareness and You Security Awareness Training Part 2 - Information Security Security Awareness Training Part 4 - Security Controls - ID and Access Management, Email Security Security Awareness Training Part 5 - Security Controls - Physical Security Security Awareness Training Part 6 - Security Controls - Network, Onboarding, Audits, Exceptions Security Awareness Training Part 7 - Threats to the Environment Security Awareness Training Part 8 - Security Incidents, Summary Security Awareness Training Part 3 - Security Controls - Data Security Security Awareness Quiz Acceptable Use Agreement | 1 | Resources employed by the Service Component Providers of the Shared Technology Services program. | No | Online | Yes | Yes | Yes | English | Joshua Fiero  [josh.fiero@capgemini.com](mailto:josh.fiero@capgemini.com)  512-577-8390 |  |
| Security Awareness Essentials | Centene Corporation | Single training module delivered by computer-based training course. | 40 minutes | Superior health plan staff | Yes | Online | Yes | Yes | Yes | English | Robert Galloway  [Robert.L.Galloway@CENTENE.COM](mailto:Robert.L.Galloway@CENTENE.COM) |  |
| Security Awareness Training Level II | Center for Information Security Awareness - CFISA.com | Lesson 1: Course Introduction and Overview, Lesson 2: The Impact of Cybercrime and Identity Fraud, Lesson 3: Today's Threats, Lesson 4: How Behavior is Exploited by Cybercriminals, Lesson 5: Strong Passwords Increase Security, Lesson 6: Understanding and Recognizing Social Engineering, Lesson 7: Phishing and Email Best Practices, Lesson 8: Protecting Against Viruses, Spyware and Spam, Lesson 9: Protecting Your Personal, Lesson 10: Security Best Practices Away from the Office, Lesson 11: Safe Internet Use, Lesson 12: Protecting the Workplace from Identity Fraud, Lesson 13: Social Media Security, Lesson 14: Device Management Internet of Things, Lesson 15: Today's Risks - Acceptable Use of Electronic Resources | 1 hour 19 minutes | State Agencies; State Agency Contractors; Local Governments; Vendors; Contractors; Private Sector Businesses; Nonprofit organizations; Healthcare; Educational Institutions; All other organizations covered | Yes | In-person, Online | Yes | Yes | Yes | English | Michael Levin  [mlevin@cfisa.org](mailto:mlevin@cfisa.org)  5613256050 |  |
| Security Awareness Training 2019 | Cerner | Security Awareness Instructions, Security Awareness 2019 (English, French, Spanish, German, Portuguese), Security Awareness 2019 Acknowledgement - REQUIRED | 0.5 | Cerner associates | N/A | Online | No | Yes | Yes | English, French, Spanish, German, Portuguese | Sebastien Rouzier  [Sebastien.Rouzier@Cerner.com](mailto:Sebastien.Rouzier@Cerner.com) |  |
| Cybersecurity: Information Security Overview; Threats; Best Practices; Reporting and Responsibility | Computek | Video Series: Intro To Cyber Security (video 1, 2 , 3), Update Double Take, PCI-DSS (episode 1) The Disinterested CEO, PCI-DSS (episode 2) Just Scraping By, GDPR (episode 3) The Silence of Compliance, GDPR (episode 4) Regulation rundown, PCI\_DSS (episode 3) Life's a Breach, GDPR (episode 1) A Regulated Ruse, Public WI-FI Security, Clean Desk Policy, Bad/Reuse Passwords, Home and VPN Security, 2FA Security, Ransomware is Everywhere, Voicemail Fail, Strawberry X Forever, A Terminal Mistake, Data Loss By The Logger, Your Page is My Page, Up, Vote and away, Say it, Don't Spray it, Vacation Devastation, SMS SOS Blame Game, Disregard the Gift Card, USB Nation | 2-3 | any | Yes | In-person, Online | Yes | Yes | Yes | English | Kristal Walker  [kristal@computekonline.com](mailto:kristal@computekonline.com)  5128691155 |  |
| Security Awareness Training Program | Computer Transition Services Inc. | Personally Identifiable Information (PII) and Sensitive Data, How cybercriminals are trying to make you a victim, Case studies & lessons learned, Case Study 1: Phishing, Lessons Learned 1, Case Study 2: Business Email Compromise (BEC) scams, Lessons Learned 2, Case Study 3: Password Security, Lessons Learned 3, Case Study 4: Internet of Things (IoT) Devices, Lessons Learn ed 4, Case Study 5: Proper Disposal, Lessons Learned 5, Conclusion: What to do if you suspect a data breach. | 1 – 1.5 | All users | Yes | Online | Yes | Yes | Yes | English | Michael Vaught  [mvaught@ctsinet.com](mailto:mvaught@ctsinet.com)  8067938961 |  |
| Information Security Awareness Training | CONDUENT INC. | 1. Introduction to Information Security Awareness 2. Handling Conduent & Client Information 3. Workplace Security 4. Threat Awareness 5. Computer Security Methods & Tools 6. Email Threats 7. Safe Online Connections 8. Reporting Security Threats 9. Course Summary | 1 | Conduent staff | No | Online | Yes | Yes | Yes | English, Dutch, Spanish, French, Italian, German, Portuguese, Turkish | TJ Voita  [tj.voita@conduent.com](mailto:tj.voita@conduent.com) |  |
| Information Security & Compliance Awareness Training | Converge  One, Inc | I. Introduction: Why is Information Security Important, II. Security Policy, III. Data Classification Policy, IV. Acceptable Use Policy, V. Remote Access Policy, VI. Mobile Device Policy, VII. Software Licensing Policy, VIII. Physical Security Policy, IX. Technical Security Policy, X. Payment Card Protection, XI. Data Privacy, XII. Protecting our Infrastructure , 1. Phishing Awareness, 2. Ransomware Prevention, 3. Password Tips, 4. Theft Prevention Tips | 1 | All users and can be provided by PowerPoint or recorded video. | Yes | Files | Yes | Yes | Yes | English | Mark Schoonmaker  [mschoonmaker@convergeone.com](mailto:mschoonmaker@convergeone.com)  512-656-7262 |  |
| Curricula Cyber Security Awareness Training Program | Curricula | Curricula Cyber Security Awareness Training Program | 2+ | ALL | Yes | Online | Yes | Yes | Yes | English | Juan Camarero  [sales@getcurricula.com](mailto:sales@getcurricula.com)  800-690-2280 |  |
| Cyber Aware Security Awareness Training | Cyber Aware | Upvote and Away, GDPR (Episodes 1, 3, 4), PCI-DSS (Episodes 1, 2, 3), A Terminal Mistake - Regulation Rundown, Voicemail Fail, Update Double Take, Strawberry X Forever, Data Loss By The Logger, 2FA Security, Home and VPN Security, Clean Desk Policy, The Disinterested CEO, USB Nation, SMS SOS, Introduction to Cyber Security (Videos 1, 2, 3), Public Wi-Fi Security, Bad/Reused Passwords, Disregard The Gift Card, Say It Don't Spray It, SIM SOS, Blame Game - Insider Threats, Vacation Destination, Ransomware is Everywhere, Your Page My Page | 4 | Anyone | Yes | Online | Yes | Yes | Yes | English / Thai/ Spanish | Jonathan Horne  [support@cyberaware.com](mailto:support@cyberaware.com)  (972) 945 7518 |  |
| Security Awareness Training | Denim Group, Ltd. | Key Security Terms and Concepts, Why is Security Important?, Making Informed Security Decisions, Social Engineering Explained, Your Role in Data Protection, Secure Email and Password Use, Malware Risk Reduction Tips, Secure Remote Access and Mobile Device Use | 2 | All users, either employees/ contractors/ executives of state agencies or other companies/ organizations who are not required by DIR to attend training. | Yes | In-person, Video-conference due to COVID | Yes | Yes | Yes | English | Tom Cline  [tcline@denimgroup.com](mailto:tcline@denimgroup.com)  210-610-0474 | [DIR-TSO-3795](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3795&keyword=dir-tso-3795) (Denim Group, Ltd.) |
| Cyber Security Awareness Program 2021 | Dynamic Computing Services Corporation | Lesson Plan, Slides, Handouts, Test | 1 | All state and local government employees, and contractors. | No | Virtual Classroom | No | Yes | Yes | Currently only English but we are working on a Spanish version | Jennifer Young  [jennifer@dcshq.com](mailto:jennifer@dcshq.com)  5124939703 |  |
| Information Security Awareness Training | Education Services Center, Region 20 (ESC-20) | Introduction: SB 820 HB 3834, What is Cybersecurity, What Needs Protecting, Information Classifications, Passwords, Social Engineering, Phishing, Physical Security, Protecting Information, Mobile Computing, Internet Browsing, Incident Reporting | 1 | All districts in the ESC-20 service area. | Yes | In-person, Online | Yes | Yes | Yes | English | Dale Harville  [Dale.Harville@esc20.net](mailto:Dale.Harville@esc20.net)  2103705740 |  |
| Texas Certified Cybersecurity Awareness Training 2020-2021 | Encore Support Systems | Module I - Information Security Habits and Procedures that Protect Information Resources; Module II - Best Practices for Detecting, Assessing, Reporting, and Addressing Information Security Threats. | 1 | Individuals required to comply with HB3834 per Texas DIR to include state, local, and Independent School Districts. | Yes | In-person, Online, Files, Instructor led virtual training via Microsoft Teams. | Yes | Yes | Yes | English and Spanish | Scott Pustejovsky  [spustejovsky@encoresupportsystems.com](mailto:spustejovsky@encoresupportsystems.com)  4045473752 |  |
| HIPAA and Cybersecurity Training | Entegration Inc. | Introduction to HIPAA, The Basics of HIPAA, Security Breaches - Case Studies and Lessons Learned, Introduction to the Privacy Class, Privacy Incidents - Case Studies and Lessons Learned, Responding to a Breach | 1 | All users. | Yes | Online | Yes | Yes | Yes | English | Nick Vient  [nickv@hipaasecurenow.com](mailto:nickv@hipaasecurenow.com)  978-290-3099 |  |
| Security Awareness Training Program 2020-21 | Entegration Inc. | Personally Identifiable Information (PII) and Sensitive Data, Cybercriminals are targeting you, 4 Case studies & lessons learned; Case Study 1: Phishing, Lessons Learned 1, Case Study 2: Password Security, Lessons Learned 2, Case Study 3: Business Email Compromise (BEC) scams, Lessons Learned 3, Case Study 4: Dangers of the Dark Web, Lessons Learned 4, Conclusion: Responding to a Data Breach | 1 | All users, but only managers can receive the additional Manager level training. | Yes | Online | Yes | Yes | Yes | English | Nick Vient  [nickv@trustsecurenow.com](mailto:nickv@trustsecurenow.com)  9782903099 |  |
| Security Awareness Training Program | Entegration, Inc. | Personally Identifiable Information (PII) and Sensitive Data, How cybercriminals are trying to make you a victim, Case studies & lessons learned, Case Study 1: Phishing, Lessons Learned 1, Case Study 2: Business Email Compromise (BEC) scams, Lessons Learned 2, Case Study 3: Password Security, Lessons Learned 3, Case Study 4: Internet of Things (IoT) Devices, Lessons Learned 4, Case Study 5: Proper Disposal, Lessons Learned 5, Conclusion: What to do if you suspect a data breach | 0.75 | All users | Yes | Online | Yes | Yes | Yes | English | Diana Mazzarella  [dianam@entegration.net](mailto:dianam@entegration.net)  877-275-4545 x87 |  |
| IT Security for End Users, 3 modules | Enterprise Training Solutions | IT Security for End Users: IT Security Fundamentals IT Security for End Users: Secure Corporate Communication and Networking IT Security for End Users: Using Corporate Devices Securely | 2.5 - 3 | All Texas State and Local entities required to take this training, including educational institutions. | Yes | Online | Yes | Yes | Yes | English | Ken Gellerman  [kgellerman@enterprisetraining.com](mailto:kgellerman@enterprisetraining.com)  9146824331 | [DIR TSO 3879](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3879) (Enterprise Training Solutions) |
| Data Security and Privacy | EVERFI | Module 1 – Introduction, Module 2 - The Data Security Problem, Module 3 - What We Need to Protect, Module 4 - Information Thieves & Their Tactics, Module 5 - How We Can Protect Data, Module 6 - Responding & Reporting, Module 7 - Final Thoughts | 1 | Adult learners, who are using this training provided by their employer | Yes | Online | Yes | No | Yes | English | Phillip Herndon  [dsp@everfi.com](mailto:dsp@everfi.com)  (202) 625-0011 (extension 2) |  |
| ESC100 CyberSecurity Training | Executive Services Consulting 100 | One powerpoint with all the information, assessment, attestation and certification request. | 1 | All state employees and anyone required by Texas Government Code, Section 2054.519 and HB 3834 | Yes | Online | Yes | Yes | Yes | English and Spanish | Denise Graves  [info@esc100.net](mailto:info@esc100.net)  3618763145 |  |
| Roche End User Security Awareness | F. Hoffmann-La Roche Ltd. | Module 1: WORK AREA SECURITY, Module 2: DATA & INFORMATION PRIVACY, Module 3: EMAIL, SOCIAL MEDIA, AND SOFTWARE GUIDELINES | 0.75 | Roche employees and business critical contractors | No | Online | Yes | Yes | Yes | English, French, German, Spanish, Italian, Portuguese, Turkish, Russian, Chinese | Martin Aeschlimann  [martin.aeschlimann@roche.com](mailto:martin.aeschlimann@roche.com) |  |
| Security Awareness Essentials Challenge | Global Learning Systems | Security Essentials Awareness Challenge | 3 | All state and education employees | Yes | Online | Yes | Yes | Yes | English, Latin American Spanish, French Canadian, European French, European Spanish, Brazilian Portuguese, Portugal Portuguese, Italian, Simplified Chinese, Korean, Japanese. | Rob Dattilo  [rdattilo@globallearningsystems.com](mailto:rdattilo@globallearningsystems.com)  410.800.4000 ext 120 |  |
| INFIMA Cyber Security Awareness Training | INFIMA Cyber Security | Phishing and Safe Email Use Introduction to Social Engineering Malware and Ransomware Dangers Personally Identifiable Information Social Engineering Attacks and Solutions Safe Web Usage Password Best Practices Advanced Web Use | 2 | All users | Yes | Online | Yes | Yes | Yes | English | Zach Carter  [zach.carter@infimasec.com](mailto:zach.carter@infimasec.com)  904-307-6927 |  |
| Infosec IQ Cybersecurity Training Awareness | InfoSec Institute | Need to Know: Introduction Privacy and PII Need to know: Physical Security Need to Know: Security By Design Data Destruction Key Cybersecurity Terminology (NEW) Need to Know: Phishing Need to Know: Social Engineering Need to Know: Safe Web Browsing Incident Response | 0.75 | All Texas DIR members | Yes | Online | Yes | Yes | Yes | Czech, Danish, Dutch, English (Australian), English (British), Finnish, French, French-Canadian, German, Hindi, Hungarian, Indonesian, Italian, Japanese, Korean, Mandarin, Norwegian, Polish, Portuguese, Romanian, Russian, Slovak, Spanish, Spanish (Latin American), Swedish, Thai, Traditional Chinese, Turkish, Vietnamese | Julie Schrank  [Julie.schrank@infosecinstitute.com](mailto:Julie.schrank@infosecinstitute.com)  608.515.5504 |  |
| Security First Solutions - Elite | Inspired eLearning, LLC. | S-173-DL-02: Security Awareness - A Day in the Life course and the following modules for reinforcement: Modules S-161-MA-05: Preventing Malware: Mobile Devices S-161-WR-01: Working Remotely S-161-HS-01: IoT/Home Security S-161-AP-05: Phishing Defense Essentials S-161-SE-02: Social Engineering (Adv) S-161-MD-01: Protecting Mobile Data and Devices S-161-IT-03: Protecting Against Malicious Insiders Microlearning Videos S-162-PH-03: Smished! S-162-PH-04: Vishing S-162-US-01: USB Baiting: Don't Take the Bait S-162-ET-01: Evil Twin S-162-FA-01: The Fake App Trap S-162-IO-01: Home Invasion: The Internet of Terrors? S-162-MS-01: Living Mobile Secure S-162-SE-01: How to Defeat Social Engineers S-162-SE-02: The In-Personator: A Social Engineering Threat S-162-CC-01: Tales from CPU City (Episode 1) - Cryptojacking S-162-PS-01: Tales from CPU City (Episode 2) - Tailgating | 2 hours 6 minutes | State agencies, institutions of higher education, and applicable local governments | Yes | Online | No | Yes | Yes | 14 off the shelf translations (English included). For example, S-173-DL-02: Security Awareness - A Day in the Life (55 minutes) is currently available in: French CA, French EU, German, Italian, Japanese, Korean, Portuguese LA, Russian, Sim Chinese, Spanish EU, Spanish LA, Trad Chinese TW, UK English  \*Microlearning videos are translated upon request. | RJ Rowntree  [rj.rowntree@inspiredelearning.com](mailto:rj.rowntree@inspiredelearning.com)  210-548-5174 | [DIR-TSO-3914](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3914) (Inspired eLearning LLC) |
| Certified Secure Computer User | International Council of Electronic Commerce Consultants - EC Council | Course Outline Introduction to Security Securing Operating Systems Malware and Antivirus Internet Security Security on Social Networking Sites Securing Email Communications Securing Mobile Devices Securing the Cloud Securing Network Connections Data Backup and Disaster Recovery | 16 | All computer users | Yes | Video | Yes | Yes | Yes | English | Alan Pettit  [alan.pettit@eccouncil.org](mailto:alan.pettit@eccouncil.org)  813-964-6833 |  |
| Jenzabar Information Security Update September 2020 | Jenzabar, Inc. | Single module. In addition, our internal education program includes regular (at least monthly) email bulletins and alerts on Information Security matters, monthly internal phishing assessments, a second recorded awareness update during the year. All educational elements are tracked on an internal web site. | 0.75 - 1 | Jenzabar employees | N/A | Online | No | Yes | Yes | English | [security@jenzabar.com](mailto:security@jenzabar.com) |  |
| Cybersecurity Basics Training | Jones Carter | One Module | 1.25 | Any | No | In-person, Online | Yes | Yes | Yes | English | Sean McMillan  [semcmillan@jonescarter.com](mailto:semcmillan@jonescarter.com)  3462310818 |  |
| KnowBe4 Cybersecurity Awareness Training for Texas | KnowBe4 | KnowBe4 Cybersecurity Awareness Training for Texas | 0.5 | Any KnowBe4 customer. | Yes | Online | Yes | Yes | Yes | 1. English 2. Spanish | John Just  [DIR@knowbe4.com](mailto:DIR@knowbe4.com)  (855) 566-9234 | [DIR-TSO-4291](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4291) (SHI Government Solutions) [DIR-TSO-4365](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4365) (Solid Border, Inc.) [DIR-TSO-4214](https://dir.texas.gov/View-Search/Generic.aspx?keyword=DIR-TSO-4214) (CIMA Solutions Group, LLC) |
| Cyber Awareness | LeaderQuest Holdings, Inc | Introduction to Security Securing Operating Systems Malware and Antivirus Internet Security Security on Social Networking Sites Securing Email Communications Securing Mobile Devices Securing the Cloud Securing Network Connections Data Backup and Disaster Recovery | 6 | Specifically designed for todays' computer users who use the internet extensively to work, study and play. | Yes | In-person, Online | Yes | Yes | Yes | English, Spanish | Chase Dinkler  [chase.dinkler@ACIlearning.com](mailto:chase.dinkler@ACIlearning.com)  3038758068 |  |
| Security Awareness Training (HB 3834) | Lexipol | Security Awareness Training (HB 3834) | 1 | Eligible state agencies, cities, counties and other local governments. | Yes | Online | Yes | Yes | Yes | English | Ed Salazar  [ESalazar@lexipol.com](mailto:ESalazar@lexipol.com)  469-553-0645 |  |
| Cybersecurity Awareness Training | Life Enhancement Solutions | Module (1) The Principles of, Information Security & Best Practices to Safeguard Information Module; (2) Awareness of information Security Threats & Reporting Information Security Threats and Suspicious Activity | 1 | Life Enhancement Solutions Employees, Texas State Agencies, Institutions of Higher Education, and applicable Local Government Entities. | Yes | In-person, Online | Yes | Yes | Yes | English | Napoleon Broughton  [nbroughton.les@gmail.com](mailto:nbroughton.les@gmail.com)  7134830687 |  |
| Linkedin Learning Cyber Security Courses | Linkedin Corporation | Cybersecurity Foundations Cybersecurity Awareness Cybersecurity with Cloud Computing | 80 | All users with a Linkedin Learning license. | Yes | Online | Yes | Yes | Yes | English | Sean Galvin  [sgalvin@linkedIn.com](mailto:sgalvin@linkedIn.com)  8057551348 | [TX DIR-TSO-4288](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4288) (Carahsoft Technology Corporation) |
| E-learning authoring toolkit | Lucy Security Inc | E-learning authoring toolkit | 1.5 | Security, operations, management, IT, staff | Yes | Online | Yes | Yes | Yes | German Spanish French Italian Portuguese English Dutch Turkish Danish Chinese (Traditional) Arabic Japanese Russian | Steven Hall  [steve@lucysecurity.com](mailto:steve@lucysecurity.com)  512 413 0372 | [DIR-TSO-3763](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3763) (Dell) Program name is Envoy Phishsim |
| Enrollment Broker Safety and Security Training | MAXIMUS | Single module that includes all of the required cybersecurity information. | 2 | All Texas Project Enrollment Broker staff | No | Online | Yes | Yes | Yes | English | Thomas Kimpel  [thomaskimpel@maximus.com](mailto:thomaskimpel@maximus.com) |  |
| Security Basics | MediaPRO | SECURITY BASICS Understanding Risk, Security Threats at a Glance, Data Breach Case Studies, Your Responsibilities, Reporting and Incident Protecting and Handling Data, Protecting and Handling Data at a Glance, Data Classifications, Data Access, Retention, and Destruction Physical Security, Physical Security Threats, Securing Work Areas and Resources, Taking on Tailgating Safe Computing, Electronic Threats, Social Engineering Threats, Phishing Threats, What to Do with Phishing Attempts?, Cloud Services, Password Best Practices, Electronic Safeguards | 35 minutes | “All-hands" training. It's appropriate for all users within an organization. | Yes | Online | No | Yes | Yes | Chinese (Simplified) Czech Danish Dutch English (UK)\* Finnish French (CA) French (EU) German Hungarian Italian Japanese Korean Latin American Spanish Norwegian Polish Portuguese (Brazilian) Portuguese (EU) Russian Spanish (International) Swedish | Zach Hill  [zach.hill@mediapro.com](mailto:zach.hill@mediapro.com)  3604537136 |  |
| Mimecast Awareness Training | Mimecast Ltd | Phishing, Information Protection, Data in Motion, Passwords, Office Hygiene , Additional Video (Awareness Training Overview), Specialty Topics (Insider Threat- "See Something Say Something") | 1 | anyone | Yes | Online | Yes | Yes | Yes | English, Spanish, Chinese, French, German, Japanese, Italian, Russian, Portuguese, Dutch, Hindi, Korean, Czech, Polish, Arabic, Turkish, Vietnamese | Steve Johnston  [sjohnston@mimecast.com](mailto:sjohnston@mimecast.com)  817-313-7622 | [DIR-TSO-4056](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4056&keyword=DIR-TSO-4056) (SHI)  [DIR-TSO-3248](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3248&keyword=DIR-TSO-3248) (Critical Start, Inc.) |
| Cyber-security Awareness, How to outsmart the bad guys | MiTech Services | Why security awareness, Patching your devices, Backups are a must, Passwords, 2-factor authentication, Internet safety & email, Privacy concerns, Phone scams, Safeguard against Unauthorized Access | 1.5 | Any employees of state and local governments within the Denton, Dallas and Collin county areas | Yes | In-person | Yes | Yes | Yes | English | Arthur Cline  [acline@mitech-services.com](mailto:acline@mitech-services.com)  972-652-0010 |  |
| Navigate Cybersecurity for Schools | Neptune Navigate | One (1) single module | 0.5 | All employees of participating school districts as well as their school board members. | Yes | Online | Yes | Yes | Yes | English | Eric Jontra  [eric@neptunenow.com](mailto:eric@neptunenow.com)  903-630-7490 |  |
| Cyber Security Awareness for Government Agencies | netGenius, Inc. | Module 1: Information Security Overview a. What is information security b. Data Classifications/Types of Information c. Data Location Module 2: Information Security Threats a. What is Malware b. Types of Malware c. Social Engineering d. Malware Distribution Methods e. Phishing f. Who are hackers? g. Ransomware h. Vulnerabilities i. Reporting and Response Module 3: Best Practices a. Passwords b. Awareness c. Unauthorized Access d. Secure disposal and sanitation Module 4: Terms Closing: Why should we care? The importance of data security. Financial and criminal impacts. | 3 | Government agency employees, council members, administrators and police/fire/ ems | Yes | In-person, Online | Yes | Yes | Yes | English | Ben Singleton  [ben@netgeniusinc.com](mailto:ben@netgeniusinc.com)  8179912287 |  |
| CyberSecurity Training HB3834 | NXTsoft Cybersecurity Solutions, LLC dba ThreatAdvice | ThreatAdvice Cyber-Security Education | Up to ten hours of content available in 5-minute courses | Designed for anyone who spends even the slightest amount of time on a computer. The videos are designed for a non technical presentation | Yes | Online | Yes | Yes | Yes | English | Gary Foster  [gfoster@nxtsoft.com](mailto:gfoster@nxtsoft.com)  205-835-4032 |  |
| Optiv - Academic CyberBOT | Optiv | Eight (8) 10-minute courses: Cyber Threat Actors, Email Security, Password Security, Mobile Security, Social Media Security, Cybersecurity Outside of School, Workplace Security for Educators, Data Privacy for Educators. | 1.5 | Teachers and Staff in Education Settings, Students Optional | Yes | Online | No | Yes | Yes | English, additional translations upon request | Cybersecurity Education  [hb3834training@optiv.com](mailto:hb3834training@optiv.com)  9133047699 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133) (Optiv Security Inc.) |
| Optiv - CyberBOT | Optiv | Five (5) 10-minute courses: Cloud Security, Data Privacy, Email Security, Insider Threat, Social Engineering | 1 | All general end users | Yes | Online | No | Yes | Yes | English, Spanish, Japanese, additional translations upon request | Cybersecurity Education  [hb3834training@optiv.com](mailto:hb3834training@optiv.com)  9133047699 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133) (Optiv Security Inc.) |
| Optiv - Rapid Awareness | Optiv | Six (6) 5-minute courses: Data Privacy, Social Engineering, Email Security, Cyber Threat Actors, Cloud Security, Malware Basics | 0.5 | All general end users | Yes | Online | No | Yes | Yes | English, additional translations upon request | Cybersecurity Education  [hb3834training@optiv.com](mailto:hb3834training@optiv.com)  9133047699 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133) (Optiv Security Inc.) |
| Optiv - Security Awareness Circuit Training | Optiv | Six (6) 10-minute courses: Cloud Security, Data Privacy, Email Security, Insider Threat, Social Engineering, Malicious Downloads | 1 | All general end users | Yes | Online | No | Yes | Yes | English, Spanish, additional translations upon request | Cybersecurity Education  [hb3834training@optiv.com](mailto:hb3834training@optiv.com)  9133047699 | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133) (Optiv Security Inc.) |
| Cyber Security/ Malware Awareness Training | OSS Academy | OSS Academy Course Information, Course Content Presentation, Final Exam, and OSS Evaluation. | 1 | All Users | Yes | Online | Yes | Yes | Yes | English | David Salmon  [customer.service@ossrisk.com](mailto:customer.service@ossrisk.com)  281-288-9190 (Ext. 205) | [DIR-TSO-4133](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-4133) (Optiv Security Inc.) |
| CJIS Security Awareness Training | Peak Performance Solutions | Does not include multiple modules. | 1 | Any user that accesses Criminal Justice Information | Yes | Online | Yes | Yes | Yes | English | John Yearty  [jyearty@peakps.com](mailto:jyearty@peakps.com)  850-668-9518 |  |
| Security Awareness for Business Professionals | Pluralsight | Security Awareness for Business Professionals | 7 | All Pluralsight customers have access to this course for no additional charge. New customers can purchase licensing through our DIR contract or we can create a no-charge team pilot for those who are interested in evaluating our Skills platform. | Yes | Online | Yes | Yes | Yes | No restrictions. We use Google translate for this course. | Robert Pac  [robert-pac@pluralsight.com](mailto:robert-pac@pluralsight.com)  512-296-8389 | [DIR-TSO-4236](https://dir.texas.gov/View-Search/Generic.aspx?keyword=dir-tso-4236) (DLT Solutions, LLC) |
| Prilock Security Awareness & Phish Simulation Training | Prilock Security | Cybercrime - What You Need to Know, How Your Private Data is Stolen and Sold, Weapons Hackers Use to Steal from You, Creating Strong & Memorable Passwords, Ransomware & Backups, WiFi Security, Sneaky Ways Hackers Trick & Attack You, Attacks Where You Work and Play, Who is Attacking You & Why | 1.36 | All users. | Yes | Online | Yes | Yes | Yes | English | Victoria Traversi  [sales@prilock.com](mailto:sales@prilock.com)  800-918-3001 |  |
| Proofpoint Security Awareness Training | Proofpoint | * Securing Your Email Fundamental Series   + Introduction to Phishing   + Avoiding Dangerous Links   + Avoiding Dangerous Attachments   + Data Entry Phishing * Protecting Data * Mitigating Compromised Devices | less than 1 | Anyone that needs it! | Yes | Online, Files, Scorm Files to LMS | Yes | Yes | Yes | Arabic, Bulgarian, Burmese, Chinese (Simplified), Chinese (Traditional), Czech, Danish, Dutch, English (American), English (Australian), English (British), Finnish, French (Canadian), French (European), German, Greek, Hebrew, Hindi, Hungarian, Icelandic, Indonesian, Italian, Japanese, Khmer, Korean, Malay, Marathi, Norwegian, Polish,Portuguese (Brazilian), Portuguese (Portugal), Romanian, Russian, Slovak, Spanish (European), Spanish (Latin), Swedish, Thai, Turkish, Ukrainian, and Vietnamese | Karl Hart  [TexasSLED@proofpoint.com](mailto:TexasSLED@proofpoint.com) 412-932-5010 | [DIR-TSO-3749](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3749) (Set Solutions, Inc.)  [DIR-TSO-3926](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3926) (Carahsoft Technology Corporation)  [DIR-TSO-3480](https://dir.texas.gov/View-Search/Contracts-Detail.aspx?contractnumber=DIR-TSO-3480) (SHI Government Solutions) |
| Cybersecurity Awareness Training for Educators | Region 6 Education Service Center | This DIR-approved course provides an overview of cybersecurity including the importance of data protection, the different types of threats, as well as the effects of unsecured data. This course is only one module. | 1 | Educators, school staff, government employees, all users. | Yes | Online | Yes | Yes | Yes | English and Spanish | Eduhero Team  [eduhero@esc6.net](mailto:eduhero@esc6.net)  936-435-8443 |  |
| Cybersecurity for Educators | Responsive Learning | One module - Cybersecurity for Educators | 1 | K-12 teachers, administrators, and school employees | Yes | Online | No | Yes | Yes | English | Ryan Tilman [sales@responsivelearning.com](mailto:sales@responsivelearning.com)  915-532-9964 x203 |  |
| TX-3834 SANS Security Awareness Program | SANS Institute | You are the Shield; Social Engineering; Malware; Email & Phishing; Passwords; Targeted Attacks; Social Networks; Mobile Device Security; Browsing Safely; Data Security; Hacked; Physical Security | 0.75 | Any organization that is required to comply with TX HB-3834 | Yes | Online | Yes | Yes | Yes | Arabic, Chinese (Cantonese), Chinese (Mandarin), Czech, Danish, Dutch, Dutch Belgium (Flemish), English UK, English US, Finnish, French, French Canadian, German, Hebrew, Hindi, Hungarian, Indonesian (Bahasa), Italian, Japanese, Korean, Latvian, Norwegian, Polish, Portuguese-BR, Portuguese-EU ,Romanian, Russian, Spanish-International, Spanish-LA, Swedish, Thai, Turkish, Vietnamese | Jay Armstrong  [jarmstrong@sans.org](mailto:jarmstrong@sans.org)  614-543-0357 |  |
| SCAN13 Training Program | SCAN13 | SCAN13 Training Program | 1 | Employees and affiliates of customer organizations. | Yes | In-person, Online | Yes | Yes | Yes | English | Brandon Neff  [info@scan13.com](mailto:info@scan13.com)  830-507-3113 |  |
| Information Security Awareness Training | Sentinel Cyber Intelligence, LLC | The training program does not contain multiple modules. | 1.5 | End-users of information resources for State & Local governments, including K 12 | Yes | In-person, Online | No | Yes | Yes | English | Richard Martin  [richard@sentinelcyberintel.com](mailto:richard@sentinelcyberintel.com)  254-523-6590 |  |
| Cybersecurity - You are the Guardian | Siemens Industry Inc. | 1. Secure Use of Mobile Devices and Apps, 2. Secure Working Environment, 3. Social Engineering, 4. Security in Products, Solutions and Services | 0.35 | Internal Siemens employees | Yes | Online | Yes | Yes | Yes | English, Chinese, French, German, Portuguese, Spanish | Brian Dustin  [brian.dustin@siemens.com](mailto:brian.dustin@siemens.com) |  |
| Cyber Security Fundamentals | Slack Tide \ Click Computers | Cyber Security Fundamentals, Course Introduction - Why are you here?, Cyber Security, User Awareness, Cyber Attack and Security Compromises, Best Practices, Response And Remediation, End of course quiz, Course Completion | 1 | Non-profits, Small Independent school districts, MUD districts and small city governments. | Yes | In-person, Online | Yes | Yes | Yes | English | Kevin Czap  [kevin@clickcomputers.biz](mailto:kevin@clickcomputers.biz)  5128689105 |  |
| Information Security: How to Recognize, Respond & Prevent Threats to Your Data | Strategic Government Resources (SGR) | This training is unofficially broken up into 4 sections: introduction, physical security, data security, and social engineering. | 1 | Intended for employees of local government, including cities, counties, and special districts. However, other entities such as ISDs are more than welcome to participate in SGR's training. Scenarios utilize city, county, and special district examples. | Yes | Online | No | Yes | Yes | English Spanish Other Languages Upon Request | Mike Mowery  [OnlineTraining@GovernmentResource.com](mailto:OnlineTraining@GovernmentResource.com)  817-337-8581 |  |
| Certified CyberSecurity Awareness Professional Certification Training for all Employees | Supremus Group LLC | Introduction, Physical Security Concerns, Social Engineering, Social Media, Malware, Internet Security, System and Device Security | 4 | Employees, Managers, Business owners, Individuals applying for the first job in their life, Seniors, Parents, Volunteers | Yes | In-person, Online, Instructor led Online | Yes | Yes | Yes | English Spanish (available from Sep 1, 2020) | Bob Mehta  [Bob@hipaatraining.net](mailto:Bob@hipaatraining.net)  5158654591 |  |
| Syntient Security Awareness Program | Syntient Systems, LLC. | The Basics Module, The Internet Module, Social Engineering | 1.5 | All users | Yes | In-person, Online, Files | Yes | Yes | Yes | English Spanish [CC] | Jon Asher  [info@syntient.io](mailto:info@syntient.io)  8449141177 |  |
| PreventA Breach-CyberSecurity | TBG Solutions Inc. | ID Theft Fraud, Data Breach Facts, ID Theft and Data Breaches from your Social Media Profile, Phishing, Spear Phishing, Whaling/CEO Phishing, Vishing, Malware, Best Practices | 1.5 | Designed so that anyone can go through the program. | Yes | In-person, Online | No | Yes | Yes | English | Mark Seguin  [Mark@TBGSolutionsInc.com](mailto:Mark@TBGSolutionsInc.com)  903-533-9123 |  |
| PII Protect | Technology Assets, LLC. DBA, Global Asset | Personally Identifiable Information (PII) and Sensitive Data, How cybercriminals are trying to make you a victim, Case studies & lessons learned, Case Study 1: Phishing, Lessons Learned 1, Case Study 2: Business Email Compromise (BEC) scams, Lessons Learned 2, Case Study 3: Password Security, Lessons Learned 3, Case Study 4: Internet of Things (IoT) Devices, Lessons Learned 4, Case Study 5: Proper Disposal, Lessons Learned 5, Conclusion: What to do if you suspect a data breach. | 1.25 | All users. | Yes | Online | Yes | Yes | Yes | English. | Britt Siedentopf  [britt@globalassetonline.com](mailto:britt@globalassetonline.com)  972-695-8641 |  |
| TAGD Cybersecurity Awareness Training | Texas Alliance of Groundwater Districts | Only one module, the TAGD Cybersecurity Awareness Training program | 1 | Available only to TAGD members. | No | Online | Yes | Yes | Yes | English | Julia Stanford  [julia@texasgroundwater.org](mailto:julia@texasgroundwater.org)  512-596-3101 |  |
| Texas Association of Counties Cybersecurity Awareness Training | Texas Association of Counties | Safe computing, Protecting and Handling Data, Physical Security, Promoting Risk Awareness | 0.75 | Texas county officials and employees are eligible to access the class for free. Non-county entities can register for a fee. | No | Online | No | Yes | Yes | English | Cybersecurity Course Support Team  [SecurityTraining@county.org](mailto:SecurityTraining@county.org)  (800) 456-5974 |  |
| Information Security Awareness Training | Texas Rural Water Association | What is Information Security, What is Cybersecurity, Recognizing the Risks, Cyber Attacks, Latest Hacker Tactics/Threats, Creating Passwords, Securing Passwords, Fraudulent Emails, High Value Targets, Email Best Practices, Vishing, Malware, USB Drives, Social Engineering, Protecting Your Information, Internet Browsing Best Practices, Phones and Mobile Devices , Incident Reporting | 1 | local government elected officials, as well as local government employees with access to official computer systems or databases | Yes | In-person, Online, Files, Virtual | Yes | Yes | Yes | English | Nichol Howell  [Nichol.Howell@trwa.org](mailto:Nichol.Howell@trwa.org)  (512) 472-8591 |  |
| CyberSecurity Overview | The Children Shelter / Family Tapestry | One program the "Cyber Security Training Powerpoint" | 1 | All employees of Family Tapestry | N/A | In-person | Yes | Yes | Yes | English | [cozzellw@chshel.org](mailto:cozzellw@chshel.org) |  |
| 1hr Security Awareness Training Certification | Triton Consulting Group, LLC | 1hr Security Awareness Training Certification | 1 | Anyone | Yes | In-person, Online | Yes | No | Yes | English | David Aitken  [david@tritoncg.com](mailto:david@tritoncg.com)  2817664276 |  |
| Security Awareness Course | True North Consulting Group | Course Instructions 1. Basics for the Course 1.1.a What is Information Security? 1.1.b Types of Information 1.1.c Forms & Locations of Information 1.2 Best Practices to Safeguard Information 1.2.a Safeguarding Against Unauthorized Access 1.2.b Safeguarding Against Unauthorized Use 1.2.c Best Practices for Securely Storing Information 1.2.d Best Practices for Secure Disposal & Sanitization 2.1.a What is a Threat? 2.1.b Common Threat Actors & Motivations 2.1.c What is Risk? 2.1.d What is an Attack? 2.2.a Identifying Attacks 2.2.b Response & Reporting Finish Course - Final Exam | 1 | private and public business employees, education including teachers and students, elected and appointed officials i.e. school board members | Yes | Online | Yes | Yes | Yes | English | Patrick Johnson  [patrick.johnson@tncg.com](mailto:patrick.johnson@tncg.com)  2542666410 |  |
| Trustwave SAE and SDT Cybersecurity Education | Trustwave | AWA 002 Incorporating PCI DSS into BAU, AWA 005 PCI DSS for Retail Associates, AWA 015 PCI Compliance, AWA 004 Introduction to Security Awareness, AWA 007 Information Privacy and Security Awareness for Executives, AWA 008 Information Privacy-Classifying Data, AWA 009 Information Privacy-Protecting Data, AWA 010 Email Security, AWA 012 Malware Awareness, AWA 013 Mobile Security, AWA014 Password Security, AWA 016 Phishing Awareness, AWA 017 Physical Security, AWA 018 Social Engineering Awareness, AWA 019 Travel Security, JRT 001 Secure Practices for Retail Associates, JRT 002 Secure Practices for Retail Managers, JRT 003 Secure Practices for Call Center Associates, JRT 004 Secure Practices for Call Center Managers, ADV 002 Exploring Security Trends | 3 | all | Yes | Online | Yes | Yes | Yes | English | Trustwave Cybersecurity Education Team  [cybersecurityeducationsupport@trustwave.com](mailto:cybersecurityeducationsupport@trustwave.com)  8888787817 |  |
| Cybersecurity Awareness for Employees | Vector Solutions | Cybersecurity Awareness for Employees: Security Awareness Essentials Cybersecurity Awareness for Employees: Social Engineering Cybersecurity Awareness for Employees: Classifying and Safeguarding Data for Corporate and Personal Use Cybersecurity Awareness for Employees: End User Best Practices | 2 | TX State employees with access to a computer and internet | Yes | Online | Yes | Yes | Yes | English | Ellen Sakamoto  [Ellen.Sakamoto@vectorsolutions.com](mailto:Ellen.Sakamoto@vectorsolutions.com)  813-425-7372 |  |
| Cyber Security Awareness | VFIS | Single module format. | 1 | Personnel affiliated with emergency services organizations | Yes | Online | No | Yes | Yes | English | VFIS University Account Assistance  [csapps@vfis.com](mailto:csapps@vfis.com)  8002331957 |  |
| Security Awareness Training | Virtualis Solutions, LLC | Fundamental Concepts, Malware, Social Engineering, Passwords, Sensitive Information, Physical & Digital Forms of Information, Physical Security & Controls, Cybersecurity, Sanitization & Disposal, Reporting & Responding | 2 | All Staff, including managers | Yes | In-person | No | Yes | Yes | English | Greg Julius  [greg.julius@virtualisllc.com](mailto:greg.julius@virtualisllc.com)  830-519-5105 |  |
| Wizer Free Security Awareness Training | Wizer Inc. | Security Awareness Overview, Staying Safe on Public Wifi, USB Safety, Social Media Security, Shadow IT - The Hidden Dangers, Mobile Security Threats, Preventing Mobile Security Threats, Creating a Strong Password, 2FA, Have I Been Hacked, Phishing Overview, Common Phishing Examples, Detecting a Phishing Email, What is BEC, Avoiding BEC Attack, What is Vishing, What is Smishing, What is Ransomware, and Avoiding Ransomware | 1 | All users, government and non-government | No | Online | Yes | Yes | Yes | Free Program is in English The Paid Boost Program if needed is in Spanish, French, German, Portuguese, Hebrew, Dutch | Rich Malewicz  [rich@wizer-training.com](mailto:rich@wizer-training.com)  5866014698 |  |
| Cybersecurity Awareness -Texas | WORKS International, Inc. | 1 Module: Cybersecurity Awareness - Texas | 0.75 | Created for the educational market, specifically k-12 school districts and colleges and all employees who have access to a school district or college computer system or database. | Yes | Online | Yes | Yes | Yes | English currently. Will be available in Spanish and French. | Tina Hegner  [thegner@publicschoolworks.com](mailto:thegner@publicschoolworks.com)  513-631-6111, ext 7018 |  |

\*State agencies are bound by state procurement regulations and therefore must select a program that is offered through DIR's cooperative contracts. If a state agency wants to procure an item available from DIR's contracts and services program through an avenue other than a DIR contract, the agency must request an exemption.

# [State Agency, Institution of Higher Education, or Local Government In-House Training Programs](#_State_Agency,_Institution) (Available to Other Organizations)

| **Training Program Name** | **Provider** | **Modules** | **Length (hrs)** | **Eligible users** (if specified) | **Cost** | **Delivery method** | **Accessible** | **Assessment** | **Proof of Completion** | **Languages** | **Point of Contact** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Bryan ISD Cyber Security Awareness Training | Bryan Independent School District | Presentation Assessment | 1 |  | No | Online | Yes | Yes | Yes | English | Jana Wenzel  [jana.wenzel@bryanisd.org](mailto:jana.wenzel@bryanisd.org)  9792091155 |
| CISD Cyber Security Awareness Training | Canyon Independent School District | Information Security Information Awareness Security and Privacy Communications Digital Footprint Social Media Cyber Bullying Creative Rights | 3 | Education and local government entities | No | Online, File | Yes | Yes | Yes | English Spanish | Michael Keough  [michael.keough@canyonisd.net](mailto:michael.keough@canyonisd.net)  806-414-5536 |
| Cyber Security Awareness Training | City of Killeen | The training consist of a PowerPoint presentation - the user must be present for whole presentation and answer questions at the end of presentation | 1.5 |  | No | In-person | Yes | Yes | Yes | English | Willie Resto  [wresto@killeentexas.gov](mailto:wresto@killeentexas.gov)  2545017891 |
| CyberSecurity Malware Awareness | El Paso County | CyberSecurity Information Security Malware Phishing Trojans Social Engineering | 1 |  | No | In-person, Online, Files | Yes | Yes | Yes | English | Rene Luna  [reluna@epcounty.com](mailto:reluna@epcounty.com)  9155462041x4514 |
| HB 3834 - Cyber Security Awareness Training | Frisco ISD | 1. Information regarding HB 3834 requirement and the Why; 2. The course learning - Google Slide presentation; 3. The course assessment - 10 question quiz;, 4. Google form that creates a Course Certificate of Completion for each participant | 1 | All local/state government employees | No | Online | Yes | Yes | Yes | English | Cheryl McDonald  [mcdonac@friscoisd.org](mailto:mcdonac@friscoisd.org)  469-633-6240 |
| Hidalgo County - Cybersecurity Training Course | Hidalgo County | One complete module. | 2 | All county employees. | No | In-person, Online, Files | Yes | No | Yes | English | Daniel Salinas  [daniel.salinas@co.hidalgo.tx.us](mailto:daniel.salinas@co.hidalgo.tx.us)  9562927010 |
| Digital Data Safety | Houston ISD | 1. Introduction, 2. Data Privacy & Security, 3. What Not to Do, 4. Phishing, 5. New for 2020 | 1 | Any K12 institution | No | Online | Yes | Yes | Yes | The Digital Data Safety course is available in English. | Scott Gilhousen  [SGilhous@houstonisd.org](mailto:SGilhous@houstonisd.org)  713-556-6224 |
| JISD Cyber Security Awareness Training | Judson Independent School District | This traning is done in Power point. Eligible users are school Districts Only. | 1 |  | No | Online | Yes | Yes | Yes | English | LC Malone  [lmalone@judsonisd.org](mailto:lmalone@judsonisd.org)  2109455589 |
| KlSD Cybersecurity User Training | Klein ISD | Introduction, Information Security, Data Classification & Protection, Information Security Incidents, Best Practices to Safeguard Information & Information Systems, Email Security, Identity Theft, Copyrighted Materials, Reflection & Closing | 1 |  | No | Online | No | Yes | Yes | English | Page Glave  [apglave@kleinisd.net](mailto:apglave@kleinisd.net) |
| LNVA Cybersecurity Training | Lower Neches Valley Authority | LNVA Cybersecurity Training | 1 |  | No | In-person, Online, Files | Yes | Yes | No | English | Risa Barber  [risa.barber@lnva.dst.tx.us](mailto:risa.barber@lnva.dst.tx.us)  4098924011 |
| McKinney ISD Cyber Security Awareness Training | McKinney Independent School District | Single module with quiz required at the end. | 1 |  | No | Online | Yes | Yes | Yes | English Spanish | Greg Grimes  [ggrimes@mckinneyisd.net](mailto:ggrimes@mckinneyisd.net)  469-302-4176 |
| Cybersecurity Training & Awareness Program | Montgomery Central Appraisal District | Cybersecurity Training & Awareness Program | 1 | All users | No | Files | Yes | Yes | Yes | English, can be converted with Google | William Schafer  [wschafer@mcad-tx.org](mailto:wschafer@mcad-tx.org)  936-539-8635 |
| Cyber security Awareness Training | Pasadena ISD | 35 slides with audio narration | 0.5 – 0.75 | All staff that use a computer | No | Online | Yes | Yes | Yes | english | James Nowlin  [jnowlin@pasadenaisd.org](mailto:jnowlin@pasadenaisd.org)  7137405501 |
| 20-21 Information Security | Region 10 Education Service Center | One e-learning module with tabs meeting each of the requirements | 1 |  | Yes | Online | Yes | Yes | Yes | Currently, it is only in English. | Lori Aden  [lori.aden@region10.org](mailto:lori.aden@region10.org)  972.348.1510 |
| SBISD Cybersecurity Training | Spring Branch ISD | SBISD Cybersecurity Training | 1 | All staff and Board Members | No | In-person, Online | Yes | Yes | Yes | English and Spanish | Troy Neal  [troy.neal@springbranchisd.com](mailto:troy.neal@springbranchisd.com)  7132511416 |
| SRSU 2020 Cybersecurity Awareness Training | Sul Ross State University | Information Security Habits, The Principles of Information Security, Best Practices to Safeguard Information (All Forms) and Information Systems, Best practices for detecting, assessing, reporting, and addressing information security threats | 0.5 |  | No | Online | No | Yes | Yes | English | Dave Gibson  [dgibson@sulross.edu](mailto:dgibson@sulross.edu)  4328378702 |
| Cybersecurity in the Workplace | Texas A&M Engineering Extension Service | Module 1: Cybersecurity is Everyone's Responsibility, Module 2: Common Cyber Attacks, Module 3: Implementing Cybersecurity | 2 |  | No | Online | Yes | Yes | Yes | English | Diane CORNWELL  [KE@teex.tamu.edu](mailto:KE@teex.tamu.edu)  (800) 541-7149 |
| Essentials of Community Cybersecurity | Texas A&M Engineering Extension Service | Module 0: Course Introduction Module 1: Cyber Scope and Impacts Module 2: Cyber Threats and Vulnerabilities Module 3: Community Cybersecurity Program | 4 |  | No | In-person | Yes | Yes | Yes | English | Carla Collins  [KE@TEEX.TAMU.EDU](mailto:KE@TEEX.TAMU.EDU)  800-541-7149 |
| Information Security Basics | Texas A&M Engineering Extension Service | Module 1: Information Security Overview Module 2: Security Concepts Module 3: TCP/IP Networking Module 4: Network Security Module 5: Operating System Security Module 6: Encryption | 13 |  | No | Online | Yes | Yes | Yes | English | Diane Cornwell  [KE@TEEX.TAMU.EDU](mailto:KE@TEEX.TAMU.EDU)  800-541-7149 |
| 3001 : Information Security Awareness | Texas A&M University System Administration | Section 1; The data you need to protect; Section 2; Protect your data Section 3; Protect your accounts Section 4; Protect yourself Section 5; Protect your devices | 1 – 1.5 | We can also provide it to others, but they will need an LMS to make use of the SCORM file that this is within. We can also do an extract if the interested party wants the content in PDF. | Yes | Online, Files | Yes | Yes | Yes | English only | Guy Miller  [gdmiller@tamus.edu](mailto:gdmiller@tamus.edu)  4096001614 |
| Cybersecurity Awareness Training | Texas Department of Information Resources | N/A – Video | 1 | Anyone may utilize the program. | No | Online | Yes | No | No | English, Spanish | [TXTrainingCert@dir.texas.gov](mailto:TXTrainingCert@dir.texas.gov) |
| Cyber Security Awareness Training | Texas Municipal League Intergovernmental Risk Pool (TMLIRP) | What Is Information Security? Types of Information The 4 Pillars of Information Security Threats to Our Security Cyber Risk What Is An Attack? How To Recognize Common Attacks Types Of Tactics Used Reporting An Attack Test Conclusion | 1 | Our website www.tmlirp.org has materials for an organization to provide a course - video, lesson plan, slides, test, sign in sheet, and supplementary materials. The online course is available to TMLIRP member organizations. | No | Online, Files | Yes | Yes | Yes | English. A Spanish version of materials is forthcoming. | Chris Remmert  [cremmert@tmlirp.org](mailto:cremmert@tmlirp.org)  15129702983 |
| Cybersecurity - What You Need to Know | Texas School for the Blind and Visually Impaired | Our course is a single module. | 0.75 - 1 |  | No | Online | Yes | Yes | Yes | English only | Dan Hampton  [hamptond@tsbvi.edu](mailto:hamptond@tsbvi.edu)  5122069210 |
| Cybersecurity Awareness Training | Texas Tech University | Cybersecurity Awareness Training Modules | 0.5 – 0.75 | Eligible users are State agencies and institutions of higher education only | No | Online | Yes | Yes | Yes | English | Sam Segran  [sam.segran@ttu.edu](mailto:sam.segran@ttu.edu)  806-742-5151 |
| Cybersecurity Awareness Training | Texas Tech University System | Cybersecurity Awareness Training Modules | 0.5 – 0.75 | State agencies and institutions of higher education only | No | Online | Yes | Yes | Yes | English | Sam Segran  [sam.segran@ttu.edu](mailto:sam.segran@ttu.edu)  806-742-5151 |
| Information Security Training | Texas Woman's University | 1. Introduction 2. What's Information Security? 3. Password 4. Physical Information Security 5. Use Information Resources Appropriately 6. Inappropriate Use of Resources 7. Protecting Data 8. Data Security Best Practices 9. Remote Access 10. Remote Access via VPN 11. Threats & Vulnerabilities 12. Email, Scams, & Spam 13. Email Security 14. Social Engineering 15. Spear Phishing 16. Information Security Policy | 1 – 1.5 | Any users are welcome but most applicable to Higher Education employees. | No | Online | Yes | Yes | Yes | English | Jinlan Du  [jdu@twu.edu](mailto:jdu@twu.edu)  713-794-2010 |
| Cybersecurity Awareness at TWC 2020 | Texas Workforce Commission | Introduction Usage (including internet, anti-spam, passwords, and hardware) Personally Identifiable Information (PII) and Privacy Cybersecurity Threats and Risks (including identifying and reporting) Cybersecurity Resource Agreement (P-41) | 0.75 |  | No | Online | Yes | Yes | Yes | English | Deborah Aker  [deborah.aker@twc.state.tx.us](mailto:deborah.aker@twc.state.tx.us)  512-936-3678 |
| SCT100 FY 2019-2020 Information Security Compliance | The University of Texas at San Antonio | There are no modules. UTSA's LMS offers a certification of completion for authorized uses at the university. | 0.5 |  | No | Online, Files | Yes | Yes | Yes | English | Kevin Kjosa  [kevin.kjosa@utsa.edu](mailto:kevin.kjosa@utsa.edu)  210 458 7974 |
| Cybersecurity at TxDOT | Transportation, Texas | TxDOT's training program has (1) Module | 1 | Cybersecurity at TxDOT training will be provided in the SCORM 2004, 4th edition, format. In order to access this training users will need a system that is compatable with this format. | No | Files | Yes | Yes | Yes | English | Donald Mandy  [don.mandy@txdot.gov](mailto:don.mandy@txdot.gov)  5124657903 |
| Secure Our Systems | University of Houston System/ University of Houston/ University of Houston-Clear Lake/ University of Houston-Downtown/ University of Houston-Victoria | Single Module | 0.75 |  | No | Online | Yes | Yes | Yes | English | Mary Dickerson  [mdickerson@uh.edu](mailto:mdickerson@uh.edu)  8328424679 |
| INFORMATION SECURITY - Information Protection | University of Texas Medical Branch | One Module | 0.5 |  | No | In-person, Online | Yes | Yes | Yes | English | Robert Shaffer  [rvshaffe@utmb.edu](mailto:rvshaffe@utmb.edu)  4092661444 |
| UTRGV's Information Security Awareness Training | University Of Texas Rio Grande Valley | One module, broken down into an Introduction and 12 Objectives | 1 |  | No | Online | Yes | Yes | Yes | English | Terri Mejia  [terri.mejis@utrgv.edu](mailto:terri.mejis@utrgv.edu)  956-665-7823 |
| FY2020 Information Security Training | University of Texas Southwestern Medical Center | Introduction\ Background; About Information Security; Security Terms; Types of and Storing Information; Forms, Locations, and Safeguarding; Secure Disposal; Intellectual Property; User Account Protections; Sharing Data; Campus Groups to Learn; Policies; Secure Remote Access; Mobile Computing; Data Protection; ID Protection; Indicators and Types of Attacks; Institution attack types; Email Attacks and security; How to report attacks and security events; Learning Outcomes | 1 |  | No | Online | Yes | Yes | Yes | English | Nathan Routen  [nathan.routen@utsouthwestern.edu](mailto:nathan.routen@utsouthwestern.edu)  214-648-0526 |
| WCAD HB3834 Cybersecurity Awarness Training | Waller County Appraisal District | 1. be able to ID acceptable information security habits and procedures to protect information resources. 2. be able to detect or ID basic information security threats. 3. be able to address and report basic information security threats in accordance with best practices. | 1 | Geared toward the appraisal districts | No | Files | Yes | Yes | Yes | English | Matt Schiel  [matts@waller-cad.org](mailto:matts@waller-cad.org)  979-921-0060 ext. 423 |

# [State Agency, Institution of Higher Education, or Local Government In-House/Hybrid Training Programs](#_State_Agency,_Institution) Training Programs (Not Available to Other Organizations)

| **Training Program Name** | **Provider** | **Program Type** |
| --- | --- | --- |
| Angelo State University Annual Information Security Awareness Training | Angelo State University | Hybrid |
| OAG Information Security General User Training | Attorney General, Office of the | In-house |
| CCISD Cybersecurity Training 2020-21 | Clear Creek ISD | In-house |
| Cybersecurity Awareness Training | Cleburne Independent School District | In-house |
| CSEC CyberSecurity Awareness Program | Commission on State Emergency Communications | Hybrid |
| 20-21 Annual CFISD Cybersecurity Compliance Training | Cypress-Fairbanks ISD | In-house |
| Information Security Awareness and Empowerment | Denton County | Hybrid |
| TDI Annual Security Awareness Training - 2021 | Department of Insurance | Hybrid |
| HHS Information Security and Cybersecurity Awareness Training | Health & Human Services Commission | In-house |
| Security Awareness Training | Kilgore College | In-house |
| Cybersecurity Training for Vendors | Office of Consumer Credit Commissioner | Hybrid |
| Security Is In Everyone's Job Description | Region One Education Service Center | In-house |
| Cybersecurity Awareness Training | Sam Houston State University | In-house |
| San Antonio River Authority Cybersecurity Awareness Training | San Antonio River Authority | In-house |
| Texas GLO Continuous Security Awareness Training | Texas General Land Office | Hybrid |
| Security Awareness Training | Texas Higher Education Coordinating Board | In-house |
| IT Security Awareness | Texas Juvenile Justice Department | In-house |
| Cybersecurity Training | Texas Legislative Council | In-house |
| TTUHSCEP Security Awareness Training | Texas Tech University Health Science Center at El Paso | Hybrid |
| Cybersecurity Awareness Training | Texas Tech University Health Sciences Center - Health.edu | In-house |
| 2021--Security Awareness Training | Texas Water Development Board | Hybrid |
| 2020 TWDB Security Awareness Training | Texas Water Development Board | In-house |
| Information Security Awareness Training | The University of Texas at El Paso | In-house |
| Cyber Security Training | The University of Texas at Tyler | In-house |
| UT System Information Resources: Use, Security, & Privacy Training | The University of Texas System | In-house |
| TJC Annual Cybersecurity Awareness Training | Tyler Junior College | In-house |
| Annual Employee Education Event: Information Security | University of Texas MD Anderson Cancer Center | In-house |
| Information Security | University of Texas of the Permian Basin | In-house |
| UTHSA Security Awareness Training for Contractors | UT Health San Antonio | Hybrid |
| UTHSA Annual Security Awareness Training | UT Health San Antonio | Hybrid |
| The University of Texas Health Science Center at Houston | UTHealth | Hybrid |

**Version History**

|  |  |  |
| --- | --- | --- |
| **Version** | **Date** | **Description** |
| 7.0 | 3/24/2021 | Update to training program: TDI Annual Security Awareness Training – 2021 (Department of Insurance) |