# DIR Approved List of PKI Service Providers

## Texas Administrative Code §203.25 states, in part, “the department shall maintain an "Approved List of PKI Service Providers" authorized to issue certificates for digitally signed communications sent to state agencies or otherwise provide services in connection with the issuance of certificates. The list may include, but shall not necessarily be limited to, Certification Authorities, Certificate Manufacturers, Registrars, and/or other PKI Service Providers accepted and approved for use in connection with electronic messages transmitted to other state or federal governmental entities. A copy of such list may be obtained directly from the department or may be obtained electronically via the department's website.” Further information, including requirements for placement on the DIR approved list can be found in §203.25.
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* [Adobe](https://www.adobe.com/industries/government/esignatures.html)
* [Comodo CA, Ltd](http://www.comodo.com/)
* [Department of Defense (“DoD”) PKI](http://iase.disa.mil/pki-pke/)   
  Exclusively for Texas agencies that interact with the U.S. Military
* [DigiCert Inc.](http://www.digicert.com/ssl-cps-repository.htm)
* [DocuSign](https://www.docusign.com/) - Exclusively for Texas agencies contracted with DocuSign for Digital Signature services.
* [Esignit.org](http://www.esignit.org/)
* [Entrust, Inc](http://www.entrust.com/)
* [GlobalSign, Inc.](https://www.globalsign.com/en/repository/)
* [Network Solutions](http://www.networksolutions.com/)
* [SSL.com](https://www.ssl.com/)
* [VeriSign, Inc](http://www.verisign.com/)

Additional information regarding PKI Service Providers approved by GSA can be found at the following hyperlink:

<https://www.idmanagement.gov/trust-services/>